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Summary

Zscaler ThreatLabz has discovered a new malware variant, RedEnergy stealer (not to be
confused with the australian company Red Energy)that fits into the hybrid Stealer-as-a-
Ransomware threat category.

RedEnergy stealer uses a fake update campaign to target multiple industry verticals and
possesses the ability to steal information from various browsers, enabling the exfiltration of
sensitive data, while also incorporating different modules for carrying out ransomware
activities. The name of the malware was kept due to the common method names observed
during the analysis.

This blog provides detailed insights into the different campaigns associated with this newly
identified malware, along with a technical analysis of its stealer and ransomware
characteristics.

Introduction

During the cybersecurity event Botconf 2023, ThreatLabz unveiled a novel threat category
called RAT-as-a-Ransomware in April this year. However, more recently, researchers have
identified another hybrid category following a similar approach, now known as Stealer-as-a-
Ransomware. This latest discovery of RedEnergy stealer combines silent data theft with
encryption to inflict maximum harm and gain control over its victims. It targets multiple
industries, including energy utilities, oil, gas, telecom, and machinery. These advancements
in malware represent a notable shift and key advancements beyond traditional ransomware
attacks.

The sample Stealer-as-a-Ransomware variant analyzed in this case study employs a
deceptive FAKEUPDATES campaign to lure in its targets, tricking them into promptly
updating their browsers. Once inside the system, this malicious variant stealthily extracts
sensitive information and proceeds to encrypt the compromised files. This leaves victims
vulnerable to potential data loss, exposure, or even the sale of their valuable data.

This blog offers a comprehensive analysis of various campaigns associated with this
emerging threat, shedding light on its operational aspects. Additionally, ThreatLabz provides
a detailed technical overview of the malware, aiding in a better understanding of its
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behavior and potential countermeasures.

Key takeaways

The key takeaways from this research article are:

Discovery of RedEnergy Stealer: ThreatLabz latest research uncovers a highly
sophisticated malware campaign using industries with reputable Linkedln pages to
target victims, including the Philippines Industrial Machinery Manufacturing Company
and several organizations in Brazil. The attackers launch the attack on users that click
to visit the website from LinkedIn for a compromised company, using multi-stage
techniques and disguise the malware as browser updates to deceive users.
Stealer-as-a-Ransomware: the malware analyzed has dual capabilities as both a
stealer and ransomware, representing an alarming evolution in ransomware attacks. It
employs obfuscation techniques and utilizes HTTPS for command and control
communication, making detection and analysis challenging.

Multi-Stage Execution: The malware operates through multiple stages, starting with
the execution of disguised malicious executables. It establishes persistence,
communicates with DNS servers, and downloads additional payloads from remote
locations. Suspicious FTP interactions suggest potential data exfiltration and
unauthorized file uploads.

Ransomware Functionality: The malware includes ransomware modules that
encrypt user data with the ".FACKOFF!" extension, rendering it inaccessible until a
ransom is paid. It also modifies the desktop.ini file to evade detection and modify file
system folder display settings.

Deletion of Shadow Drive Data: In its final stage, the malware deletes shadow drive
data and Windows backup plans, reinforcing its ransomware characteristics. It drops a
batch file and a ransom note, demanding payment in exchange for file decryption.

By understanding these key takeaways, organizations can enhance their security posture
and better protect themselves from RedEnergy stealer and similar types of malware
campaigns.

Campaign:

Zscaler recently made a significant discovery involving a new and sophisticated threat
campaign named RedEnergy stealer targeting the Philippines Industrial Machinery
Manufacturing Company, as well as other industries with notable LinkedIn pages. These
pages typically contain essential company information and website links, making them
attractive targets for cybercriminals.
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Fig 1. - LinkedIn page for Philippines Industrial Machinery Manufacturing

The operating mode for this threat campaign involves a deceptive redirection technique.
When a user attempts to visit the targeted company's website through their LinkedIn profile,
they are unsuspectingly redirected to a malicious website. Once there, they are prompted to
install a seemingly legitimate browser update, which is presented as a set of four different
browser icons. However, instead of a genuine update, the unsuspecting user unwittingly
downloads an executable file known as RedStealer.

U cusniy +1EBEF oep!

Why am | seeing this?
‘We have updated the site policy, to view this content please update your browser.

Please update or download one of these modern, free and excellent browsers:

C e ¢ O

Edge Firefox Chrome Opera

For more security, speed and comfort

7
LKIOIpS:
O cus"cus—Z(vaz: (12—

Fig 2. - Malicious download site

Interestingly, regardless of which browser icon the user clicks on, they are redirected to the
same URL: www[.]igrejaatos2[.]Jorg/assets/programs/setupbrowser.exe. This URL
initiates the download of a file called setupbrowser.exe, which is part of the malicious
payload.
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Fig 3. - Website downloading malicious payload

What makes this threat campaign even more insidious is the use of a deceptive download
domain called wwwl.]igrejaatos2[.]Jorg. This domain serves as a disguise, presenting itself
as a ChatGpt site to lure victims into downloading a fake offline version of ChatGpt.
However, upon downloading the purported ChatGpt zip file, the victim unknowingly obtains
the same malicious executable mentioned earlier.

C' @ igrejaatos2.org

No more need for websites and search
engines Artificial Intelligence will find
everything for you, compare: prices,
products, compose a dish, solve a
problem, write a term paper. ChatGPT:
The revolutionary chatbot from

Try ChatGPT shorter online version

Download of Windows full version free

ChatGPT has done

Fig 4. - Downloading domain luring users to download fake chatgpt tool
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It is crucial for individuals and organizations to exercise utmost caution when accessing
websites, especially those linked from LinkedIn profiles. Vigilance in verifying the
authenticity of browser updates and being wary of unexpected file downloads is paramount
to protect against such malicious campaigns.

Additional Campaigns:

In addition to the discovery of the threat campaign targeting the Philippines Industrial
Machinery Manufacturing Company, Zscaler's thorough campaign search has uncovered
several other related campaigns that exploit the FAKEUPDATES tactic. These campaigns
exhibit similar characteristics and techniques, indicating a broader coordinated effort by the
cybercriminals behind these attacks.

One such campaign involves impersonating a prominent Brazilian telecom company. Like
the previously mentioned campaign, this variant directs victims to the same webpage and
initiates the download of the identical executable file,
wwwl[.]ligrejaatos2[.]org/assets/programs/setupbrowser.exe. This indicates that the
attackers behind this campaign are reusing their infrastructure and tactics to maximize
impact and profits.
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Fig 5. - Similar campaign leveraging google search

Furthermore, a well-known Brazilian cosmetics company has also fallen victim to this
malicious campaign, experiencing the same type of attack which downloads the same
payload. It is evident that the cybercriminals behind these campaigns are targeting
organizations across various industries, leveraging their already established reputations
and online presence to deceive unsuspecting users.

To gain a deeper understanding of the technical aspects of this malware, let us delve further
into its analysis in the sections that follow. By examining the intricacies of the malicious
code, security researchers can uncover crucial details about its behavior, functionality, and
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potential impact on the compromised systems. This information is essential for developing
effective countermeasures and mitigating the risks associated with this ongoing threat.

Technical Analysis:

The RedEnergy malware under investigation exhibits a dual functionality, acting both as a
stealer and a ransomware. This .NET file, intentionally obfuscated by its author, possesses
advanced capabilities to evade detection and hinder analysis. To establish communication
with its command and control servers, the malware utilizes HTTPS, adding an additional
layer of encryption and obfuscation.

Malicious Dropper
having encryption i
capabilities Downloads file

from Discord cdn

= A .

AARGEN ' re
— =H-=

Downloads

4 ™ EXE
ﬁo Lands into [ Drops 2 files
- @ - Stealer dropping
@. . ri ransom note

64,

Benign File
(signed) Update Browser

1st stage payload

Seo poisoning/ Compromised
Linkedin Page Website

Fig 6. - Infection chain

The execution of this malware unfolds in three distinct stages, each serving a specific
purpose. Each stage is outlined in the sections below.

Stage 1: Initial Startup

Upon execution, the malicious RedEnergy executable masquerades as part of a legitimate
browser update, depicted in Fig. 7 below. It cleverly disguises itself with a legitimate update
from one of the various popular browsers, including Google Chrome, Microsoft Edge,
Firefox, and Opera, to deceive the user. Notably, looking at the properties of the malicious
executable reveals the presence of an invalid certificate, however at surface level this
attack hides behind a genuine signed certificate from the user’s browser as shown by the
Google example examined in Fig. 8 below. This deceptive tactic aims to instill trust and
convince the victim of the authenticity of the update.
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Fig 7. - Google updater executing the malicious RedEnergy binary
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Fig 8. - Fake cetrtificate

Stage 2: Dropping Files, Persistence, Outgoing Requests, Encrypted Files

Dropping Files:

In this stage, the malware drops four files onto the victim's system, shown in Fig. 9 below,
precisely within the path %USERPROFILE%\AppData\Local\Temp. These dropped files
consist of two temporary files and two executables, all following a similar pattern with
filenames beginning with "tmp" and four randomly generated hexadecimal characters,
followed by the ".exe" extension: tmp[4 random hex characters].exe. Among the
executable files, one serves as the malicious payload, while the other disguises itself as the
legitimate, digitally signed Google Update. The benign executable possesses the hash
value 8911b376a5cd494b1ac5b84545ed2eb2 and is responsible for performing the actual
update of Google Chrome, thereby further deceiving the victim. Simultaneously, the

malware executes another background process, identified by the MD5 hash

cb533957f70b4a7ebb4e8b896b7b656¢c, which represents the true malicious payload.
During execution, this payload displays an inappropriate message on the victim's screen,
displayed in Fig. 10 below, most likely as part of the threat actor's intent to cause distress or

confusion.

| » TEST » Appdata » Local » Temp »

v |43 Ml Search Temp
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/
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Fig 9. - Dropping malicious file in temp directory
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Fig 10. - Display message after executing the binary

Persistence:

Persistence is a critical aspect of malware, enabling it to maintain its presence on an
infected system even after rebooting or shutting down. To achieve persistence, the
malicious executable stores files in the Windows startup directory. It creates an entry within
the start menu (Start Menu\Programs\Startup) and initiates an immediate reboot, ensuring
that the malware is executed once the system is up and running again. This persistence
mechanism guarantees that the malware remains active and continues its malicious
operations even after system restarts.

Outgoing Requests:

During the analysis of the malware, researchers utilized Fakenet, a Windows malware
analysis tool that simulates network activity, to gain insights into its behavior. Through
Fakenet, they discovered that the malicious tmp.exe file established communication with
the DNS server 2no.co, depicted in Fig. 11 below. To delve deeper into the network
interactions, the widely used packet analysis tool, Wireshark, was employed. This allowed
researchers to identify the specific DNS query made by the malicious tmp.exe file, providing
crucial information for further investigation, as shown in Fig. 12 below. It was observed that
upon establishing a connection with the DNS server, tmp.exe was expected to initiate the
download of an executable file from cdn.discord. Unfortunately, during this particular
analysis, the Command and Control (CnC) server was unavailable, making it impossible to
obtain a sample. However, another sample resembling the final payload was discovered,
which had been hosted on the same domain just two days prior to the current analysis.
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Received A request for domain ‘ctldl.windowsupdate.com’.
GooglelUpdate.exe (2812)> requested UDP 192.168.134.138:53
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Fig 11. - Malicious binary communication with CnC server

GooglelUpdate.exe (2588) requested TCP 192.8.2.123:443

tmpE484.exe (14362 requested UDP 192.168.134.130:53
Received A request for domain *Zno.co’.
tmpE484_exe (1436) requested TCP 192.8.2.123:443

Ot e A% oot o d DD 400 OCC OCC OCC =437

1 Received A request for domain 'ctldl.windowsupdate.com’ .
GooglelUpdate.exe (15684 requested UDP 192.168.134.138:53
Received A request for domain ‘ctldl.vindowsupdate.com’ .
GooglelUpdate.exe (2812) regquested UDP 192.168.134.138:53
Received A request for domain ‘ctldl.vindowsupdate.com’ .
GooglelUpdate .exe (1584 requested TCP 192_8_2_123:8@
192.8.2.123:88

([ Jude BED -
No. Time Source Destination Protocol  Length Info
12243 87.594697 192.168.1.17 8.8.8.8 DNS 72 Standard query Oxeb8c A www.bing.com
12244 87.619374 8.8.8.8 192.168.1.17 DNS 156 Standard query response ©x18e9 A onecs-live.azur¢
12245 87.620140 8.8.8.8 192.168.1.17 DNS 225 Standard query response ©xeb8c A www.bing.com CN;
12301 93.838056 192.168.1.17 8.8.8.8 DNS 82 Standard query 0x45a@ A client.wns.windows.com
12362 93.915360 8.8.8.8 192.168.1.17 DNS 141 Standard query response ©x45a@ A client.wns.windc
12308 94.112676 192.168.1.17 8.8.8.8 DNS 81 Standard query ©@xfad45 A update.googleapis.com
123609 94, 233986 8.8.8.8 192 168.1.17 DNS 97 Standard guery response OxfadS A ypdate Pongﬂeap
I 12363 102.879715 192.168.1.17 8.8.8.8 DNS 66 :Standard gquery @xlall A 2no.co
TZ364 102.997979 8.8.8.8 T9Z.168.1.1 DNS 87 STANAara qUery Tesponss OXIAIT A ZNho.c0 A 148.25°
12385 116.190933 192.168.1.17 8.8.8.8 DNS 82 Standard query ©x0afa A client.wns.windows.com
12386 116.216481 8.8.8.8 192.168.1.17 DNS 141 Standard query response ©x@ada A client.wns.wind¢

19110

Fig 12. - Network communication seen via Wireshark
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Additionally, suspicious activity involving File Transfer Protocol (FTP) was uncovered during
the investigation. A user with the username "alulogrofp" successfully accessed a private
system hosted by OVH, a renowned cloud computing company and one of the largest
hosting providers globally. The user's credentials were authenticated, granting them access
to a restricted directory, which was identified as the root directory ("/"). Notably, UTF-8
encoding was enabled for file transfers, indicating support for international character sets.
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220- ~r~v Welcome to OVH ~rvrv

220 This is a private system - No anonymous login
USER alulogrofp

331 User alulogrofp OK. Password required

PASS Aluniz

230 OK. Current restricted directory is /

OPTS utf8 on

200 OK, UTF-8 enabled

PWD

257 "/" is your current location

CWD assets/bootstrap/css

250 OK. Current directory is /assets/bootstrap/css
TPEI

200 TYPE is now 8-bit binary

PASV

227 Entering Passive Mode (51,68,11,192,115,132)
NLST

150 Accepted data connection

226-Options: -a

226 6 matches total

QUIT

221-Goodbye. You uploaded 0 and downloaded 0 kbytes.

221 Logout.

220- ~r~e~ Welcome to OVH ~eve

220 This is a private system - No anonymous login
USER alulogrofp

331 User alulogrofp OK. Password required

PASS Aluniz“

230 OK. Current restricted directory is /

OPTS utf8 on

200 OK, UTF-8 enabled

PWD

257 "/" is your current location

TYPEI

200 TYPE is now 8-bit binary

PASV

227 Entering Passive Mode (51,68,11,192,82,103)
RETR assets/bootstrap/css/SPP

150-Accepted data connection

150 1650.0 kbytes to download

226-File successfully transferred

226 0.557 seconds (measured here), 2.70 Mbytes per second

Fig 13. - FTP interaction on OVH private system

Within the FTP session, the user navigated to the "/assets/bootstrap/css" directory,
following standard directory traversal practices. To ensure efficient and accurate file
transfers, the transfer mode was set to binary (8-bit). Subsequently, the server entered
passive mode and provided an |IP address and port number, indicated by the message

"Entering Passive Mode (51,68,11,192,115,132)". By combining the extracted data, the IP
address 51.68.11[.]192 was obtained. Further interactions revealed that the user requested
a file list using the "NLST" command, resulting in the retrieval of six matching files.

In another session, the client initiated a file retrieval operation using the "RETR" command,
specifying the file path as "assets/bootstrap/css/SPP". The server acknowledged the data
connection and confirmed the acceptance of the file transfer.

These FTP interactions raised concerns regarding potential data exfiltration, as well as the
possibility of uploading files using the same method.

Encrypted Files:

With ransomware modules integrated into the payload, the malware proceeded to encrypt
the user's data, appending the ".FACKOFF!" extension to each encrypted file, as shown in
Fig. 14 below. This malicious software is specifically designed to lock the user's files,
rendering them inaccessible until a ransom is paid. After the encryption process is
completed, the user receives a ransom message, demanding payment in exchange for
restoring access to their files. Failure to comply with the ransom demands results in the
permanent loss of access to the compromised data.
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Furthermore, the malicious executable alters the desktop.ini file, which contains
configuration settings for the file system folders. By modifying this file, the malware can
manipulate how the file system folders are displayed, potentially further concealing its
presence and activities on the infected system. This alteration serves as an attempt to
mislead the user and impede the detection of the malware's impact on the file system.

» TEST » Appdata » Roaming » Microsoft » Windows » Start Menu » Programs » v |44 0 Search|
Organize ~ Include in library ~ Share with ~ New folder
.7 Favorites Name . Date maodified Type Size
B Desktop | Accessories 5/20/2023 427 PM  File folder
BRI Administrative Tools 5/20/2023 427 PM  File folder
FLARE Maintenance 5/20/2023 4:27 PM  File folder
4 OneDrive | Startup 5/20/2023 427 PM  File folder
~3 Recent Places | WinRAR 5/20/2023 4:27 PM  File folder
Utilities desktop.ini.FACKOFF! 5/20/2023 4:27 PM FACKOFF! File 1KB
Fiddler 4.Ink.FACKOFF! 5/20/2023 427 PM  FACKOFF! File 3 KB
= Libraries Fiddler Classic.Ink.FACKOFF! 5/20/2023 4:27 PM FACKOFF! File 3KB
" .. Documents Fiddler ScriptEditorInk.FACKOFF! 5/20/2023 427 PM FACKOFF! File 3KB
! Music Internet Explorer (64-bit).Ink.FACKOFF! 5/20/2023 427 PM  FACKOFF! File 2 KB
5L Pictures Internet Explorer.Ink.FACKOFF! 5/20/2023 4:27 PM FACKOFF! File 2 KB
E Videos Microsoft OneDrive.Ink.FACKOFF! 5/20/2023 427 PM FACKOFF! File 3 KB
@& Homegroup

Fig 14. - Encrypted files with .FACKOFF! extension

Stage 3: Decryption Routine

The final stage payload is responsible for various actions, including dropping the ransom
note and executing multiple commands and stealer functionalities, and for encryption it uses
the RijndaelManaged algorithm. Within the payload, numerous functions are named
RedEnergy, giving rise to its namesake.

In the second stage, the malware downloads the executable
SystemPropertiesProtection.exe via the discord cdn. This leads to the third stage, where
the malware executes a series of actions typically associated with ransomware. It begins by
deleting data from the shadow drive, effectively removing any potential backups. The
malware also targets Windows backup plans, further hindering the user's ability to recover
their data. Additionally, a batch file is executed, and a ransom note is dropped, indicating
the user's files have been encrypted. Furthermore, the malware possesses stealer
capabilities, allowing it to exfiltrate the user's data.

Notably, the Config method, shown in Fig. 15 below, plays a crucial role in decrypting key
information. It stores important strings related to the stealer functionality in a dictionary,
depicted in Fig. 16, which is used to construct command lines for further operations.
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[06Dv2mE6PXHUWt5E1] . VQNaEuSGKd(13888)] = new string[]

Config.d17DXJURB7dDrex7DdK(26144),
jP0DV2mE6PXHUWESEL] . VONaEuSGKd(26152),
j00DV2m66PXHUWt5E1 ] . VQNaEuSGKd(26158) ,
j90DV2mE6PXHUWE5E ] . VQNaEu5GKd(26166) ,
Config.d17DXJURB7dDrex7DdK (26176),
j00DV2m66PXHUWE5EL ] . VQNaEuSGKd(26186) ,
Config.d17DXJURB7dDrex7DdK(26194),

Fig 16. - Malware showcasing stealer capabilities

One such decrypted command line, shown in Figure 17, modifies the boot configuration to
ignore failures and disables the automatic recovery options in Windows. The payload also
drops specific files in the Temp directory, as seen in Figure 18, using it as a camouflage to
conceal its malicious intent. Among the files dropped, C.bin serves as a payload, while a
batch file contains commands to terminate processes and perform cleanup tasks

associated with the payload. Figure 19 illustrates the instructions executed by the batch file.
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{
| : § Crypt.Decrypt(A_8);

100% |~

Locals
Name
b 5u3 returned
3 returned

[
num A;

Fig 18. - Dropping supporting files in temp directory

[ tmpBAED.tmp.bat E3
chep 65001

L D =

TaskKill /F /IM 488

Timeout /T 10 /Nobreak
4 Del /a /f / g "C:\147edcd3-91b0-4dce-b298-77566b102d28.exe"
5 Del /a /f / g "C:\\DotNetZip.dll"
& Del /a /f / g "C:\\Newtonsoft.Json.dll"

Fig 19. - Content inside batch file

Furthermore, the payload is programmed to delete all volume shadow copies (VSS), the
backup catalog, and shadow copies using the Windows Management Instrumentation
Command-line (WMIC). The following command lines exemplify this process:

e C:\Windows\System32\cmd.exe /C vssadmin delete shadows /all /quiet & wmic
shadowcopy delete
o C:\Windows\System32\cmd.exe /C wbadmin delete catalog -quiet

Additionally, the payload undergoes a three-stage process to gather antivirus (AV)
information. Based on this information, it generates a string that it sends to the Command
and Control (CnC) server as a User Agent, as depicted in Figure 20 below. During the
analysis, it was observed that the AV detected is Windows Defender. STM, RSM, and RZ
likely provide additional information related to Windows Defender.
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Lastly, the payload is responsible for dropping the final ransom note, read_it.txt, shown in
Figure 21. This note is placed in all the folders where file encryption occurs, serving as a
notification to the user that their files have been encrypted and demanding a ransom for
their release.

returned

HPIpVUylQr. = AV: Windows Defender. 5TM=False RSM=True RZ=False Version:1.25(5): TR

Fig 20. - User Agent built from malicious code storing AV information

Mj read_it - Notepad

File Edit Format Wiew Help

HDUR FILES ENCRYPTED VWIRUS !!!

ANY ATTEMPT THEIR DECRYPT BY, IS ZERO

WE HAVE A DECKER, YOU CAN BUY IT FOR ---188%--- At Bitcoin

WRITE ON MAIL(GEORGER1212@proton.me), WE WILL ISSUE YOU DECODER (KEY DECRYPTION)
BUY OR EXCHANGE Bitcoin CAN HERE OR WHERE THE YET:

Coinmama - hxxps://wens.coinmama.com, Bitpanda - hxxps://www.bitpanda.com
REQUISITES

Payment informationfmount: @.885 BTC

Bitcoin Address: beclgkvykfukshgywgedB@pn9kgvSxc8xrSdwldeka9k

MATL FOR COMMUNICATION : GEORGER1212@proton.me

Fig 21. - Screenshot of the ransom note

Zscaler Sandbox Coverage:

Zscaler's security sandbox actively detects indicators for this threat, helping Zscaler
customers defend against such attacks automatically, as shown in Fig. 22 below.
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@S> zscaler cloud sandbox &

SANDBOX DETAIL REPORT mHgnREK  ® Moserate Risk Low Rizk. a8
Report ID (MDS): FB7883D3FD9347DEBFO8122442C2A33E Analysis Performed: 5/19/2023 7:57:05 PM File Type: exe
CLASSIFICATION MITRE ATT&CK o VIRUS AND MALWARE
Class Type Threat Score This report contains 26 ATT&CK techniques mapped to 7 tactics
Malicious 9 4
Category No known Malware found

Malware & Botnet (MR

SECURITY BYPASS b NETWORKING 4 STEALTH
= Sampla Sleeps For A Long Tima (Installer Files Shows These Property). Uses HTTPS = Very Long Cmdlina Option Found
Executes Massive Amount Of Sleeps In A Loop Uses Secure TLS Version = .NET Source Code References Suspicious Native APl Functions

Found A High Number Of Wint

1 User Specific System Calls URLS Found In Memory Or Binary Data

Binary May Include Packed Or Encrypted Data Downloads Files

Performs DNS Lookups * Binary Contal icious Time Stamp
Downloads Files From Web Servers Via HTTP -NET Source Co y Randomly Named Strings
Disables Application Error Messages hd
SPREADING ] INFORMATION LEAKAGE b4 EXPLOITING
= Creates COM Task Schedule Object = Installs A Chrome Extension = Known MD3
= Overwrites Mozilla Firefox Settings
PERSISTENCE ] SYSTEM SUMMARY 4 DOWNLOAD SUMMARY
= Drops PE Files In Application Program Directory But Not Started Or = = Abnormal High CPU Usage Original file 2 MB
Loaded « Writes Many Files With High Entropy Dropped files 27 MB
PE File Contains Sec n-Standard Names able Text Section Which s Very Likely To Packet capture 2 MB
Stores Files To The \ Startup Directory
Cre Y ontains
Dr E Files Which Have Not Been Started Or Loaded « PE File H
Crops PE Files hd Queries A List Of All Running Processes 5

Fig 22. - Zscaler sandbox report

The following threat names are detected by Zscaler's multilayered cloud security platform
for identifying malicious payloads: Win32.Downloader.RedEnergyStealer

Conclusion

In conclusion, the analysis of the malware campaign targeting the Philippines Industrial
Machinery Manufacturing Company, along with other industries through reputable LinkedIn
pages, has revealed a highly sophisticated and multi-stage attack. This campaign involves
the distribution of malware disguised as browser updates, leading unsuspecting users to
malicious websites where they unknowingly download the RedStealer executable. Notably,
similar campaigns have been observed targeting companies in Brazil, highlighting the broad
reach of this threat.

The technical analysis of the malware has exposed its dual functionality as both a stealer
and ransomware, representing a concerning evolution in the development of ransomware-
like attacks. The malware employs obfuscation techniques and leverages HTTPS for
command and control communication, making it challenging to detect and analyze. It
operates through multiple stages, starting with the execution of the malicious executable
masquerading as a browser update. Subsequently, it drops files, establishes persistence,
and initiates outgoing requests to communicate with DNS servers and download additional
payloads from remote locations.
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https://threatlibrary.zscaler.com/threats/8fc37004-d361-46c5-a514-4c51ad3cffe1

The discovery of suspicious FTP interactions raises further concerns about potential data
exfiltration and unauthorized file uploads. The malware's ransomware modules are
responsible for encrypting user data using the ".FACKOFF!" extension, rendering it
inaccessible until a ransom is paid. Additionally, the alteration of the desktop.ini file
enhances the malware's ability to evade detection and manipulate file system folder display
settings.

The final stage of the malware execution involves the deletion of shadow drive data and
Windows backup plans, solidifying its ransomware characteristics. A batch file is executed,
and a ransom note is dropped, demanding payment in exchange for decrypting the files.
Furthermore, the malware exhibits stealer functionalities, enabling the theft of user data.

Overall, this analysis highlights the evolving and highly sophisticated nature of cyber threats
targeting various industries and organizations. It emphasizes the critical importance of
implementing robust security measures, fostering user awareness, and ensuring prompt
incident response to effectively mitigate the impact of such attacks. By remaining vigilant
and implementing comprehensive cybersecurity strategies, businesses can better protect
themselves against these malicious campaigns and safeguard their valuable data.

Zscaler's ThreatLabz team remains dedicated to monitoring these threats and sharing their
findings with the wider community. It is crucial for individuals and organizations to stay
informed and take necessary precautions to defend against malware attacks. This includes
regularly updating software, using strong passwords, and exercising caution when
encountering suspicious emails or messages. By collectively addressing these challenges,
we can enhance the security of our digital landscape and mitigate the risks associated with
evolving cyber threats.

MITRE ATT&CK TTP Mapping

ID Tactic Technique
T1036 Defense Evasion Masquerading
T1185 Collection Browser Session Hijacking

T1070.006 Defense Evasion Timestomp

T1560 Collection Archive Collected Data

T1027 Defense Evasion Obfuscated Files or Information
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T1562.001 Defense Evasion Disable or Modify Tools

Indicators of Compromise (IOCs)

Main Payload

fb7883d3fd9347debf98122442c2a33e

Downloading Domain

www][.]igrejaatos2[.]Jorg/assets/programs/setupbrowser|.]Jexe

Dropper Payload

cb533957f70b4a7ebb4e8b896b7b656¢

Connecting Domain

2no[.]co

Final Payload

642dbe8b752b0dc735€9422d903e0e97
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