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Researchers: NSO Group’s Pegasus Spyware Should
Spark Bans, Apple Accountability

threatpost.com/nso-pegasus-spyware-bans-apple-accountability/167965/
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Microsoft Word also leveraged in the email campaign, which uses a 22-year-old Office RCE
bug. https://t.co/pr5jq08fPx
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Hi. You should update your article to reflect how the "historically private bug hunting
program" by Apple was made public. The article you linked you is about how the
program went public and rewarding with bigger payouts. Unless there's another article
you meant to link.

Subscribe to our newsletter, Threatpost Today!

Get the latest breaking news delivered daily to your inbox.

Subscribe now


