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Executive Summary

In recent years, Remote Desktop Protocol (RDP) has been exploited by attackers to access unsecured servers and enterprise networks. Since
2017, RDP has become a significant vector in malware attacks using ransomware. Security professionals have increasingly focused their
attention on this protocol by writing signatures to detect RDP vulnerabilities and prevent attacks.

As a proprietary protocol from Microsoft, RDP supports several operating modes that encrypt network traffic. Unfortunately, this encryption
makes writing RDP signatures difficult because RDP content is hidden.

Fortunately, we can establish a test environment that provides a key file, and we can use that key to decrypt a packet capture (pcap) of the
RDP traffic in Wireshark.

This blog demonstrates how to prepare the environment, obtain a decryption key and use it to decrypt RDP traffic.

Requirements

The following are necessary to get the most value from this tutorial:

o A virtual environment to run two Windows hosts like VirtualBox or VMware.

« An understanding of how to set up and use RDP.

* An RDP client. We use a host running Windows 10 Professional for this tutorial.

« An RDP server. This can be another Windows host with RDP enabled, or it can be a non-Windows host running FreeRDP.
+ A way to record the network traffic between these two hosts. This is most easily done within a virtual environment.

o Wireshark version 3.0 or better.

* A basic knowledge of network traffic fundamentals.
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Overall Process

The overall process follows seven general steps:

Step 1: Set up a virtual environment with two hosts, one acting as an RDP client and one acting as an RDP server.
Step 2: Remove forward secrecy ciphers from the RDP client.

Step 3: Obtain the RDP server's private encryption key.

Step 4: Capture RDP traffic between the RDP server and Windows client.

Step 5: Open the pcap in Wireshark.

Step 6: Load the key in Wireshark.

Step 7: Examine RDP data.

Step 1: Set Up Virtual Environment

The two most common virtual environments for this type of analysis are VirtualBox or VMware Workstation for Windows and Linux. VMWare
Fusion is used for macOS. VirtualBox is free, while VMware is a commercial product.

This tutorial does not cover setting up virtual machines (VMs) in a virtual environment. The basic structure of our lab used for this tutorial is
shown below in Figure 1.

Physical host running a
virtualization environment

Virtual LAN

Windows VM Windows VM
(RDP client) (RDP server)

setup used for this tutorial.
Our lab environment contained two Windows 10 hosts. One of the hosts acted as an RDP client, and the other acted as an RDP server. We
recorded network traffic from an RDP session between these two hosts from the virtual LAN.

Step 2: Remove Forward Secrecy Ciphers From RDP Client

Some encryption ciphers provide forward secrecy, which is also known as perfect forward secrecy. These types of ciphers create multiple
session keys for an SSL/TLS connection. With forward secrecy, we cannot decrypt SSL/TLS traffic using a single private encryption key from
the RDP server. Therefore, we had to remove configuration options that support forward secrecy on the RDP client.

For this tutorial, our RDP client was a host running Windows 10 Pro. This host has a built-in RDP client.

Microsoft has published details on removing configuration options that support forward secrecy in the articles, “Manage Transport Layer
Security (TLS)” and “Prioritizing_Schannel Cipher Suites.” Below is a step-by-step process that we used.

Open the Group Policy Management Console gpedit.msc as an administrator as shown below in Figure 2.
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Running the Group Policy Editor in Windows 10 Pro as an administrator.

From the console, use the following menu

« Computer Configuration.

+ Administrative Templates.

¢ Network.

* SSL Configuration Settings.

path:

Below, Figure 3 shows how to find SSL Configuration Settings.
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Figure 2.

Figure 3.

Getting to the SSL Configuration Settings.

Under SSL Configuration Settings, double-click the entry for SSL Cipher Suite Order as shown below in Figure 4.
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Getting to the SSL Cipher Suite Order.
Under the SSL Cipher Suite Order, click the Enabled option as shown below in Figure 5.
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This policy setting determines the cipher suites used by the
Secure Socket Layer (SSL).

If you enable this policy setting, SSL cipher suites are prioritized in
the order specified.

If you disable or do not configure this policy setting, default
cipher suite order is used.

Link for all the cipherSuites: http://go.microsoft.com/fwlink/?
Linkld=517265

Enabling the SSL Cipher Suite Order.
Next, double-click the list of ciphers and select the entire list as shown below in Figure 6.

| OK H Cancel H Apply ‘

Figure 5.
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Selecting the list of ciphers.
Once the list has been selected, copy it as shown below in Figure 7.

5/18



=[ Local Group Poli

File Action View

vallzao
e 9 = (® Enabled

Di O Disabled

Lal Options:

ASSL Cipher Suite Order

N m SSL Cipher Suite Order

(O Not Cenfigured

Comment:

Supported on: At least Windows Vista

[OUSSELING Next Setting

Help:

SSL Cipher Suites

ERRRERRERRRERERERR
5

<

2 setting(s)

UL sHAseaTLS Pk wi ‘

Copying the list of ciphers.

Copy this list of ciphers into a text editor such as Notepad. Remove any ciphers that support Elliptic Curve cryptography using Diffie-Hellman
Ephemeral (ECDHE) or Digital Signature Algorithm (ECDSA) encryption. These should be any entries with ECDHE and/or ECDSA in the

Undo

Cut
Copy
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Show Unicode control characters
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Figure 7.

name. In the example shown below in Figure 8, these ciphers were all located sequentially, so they were easy to delete from the text.
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Deleting entries for ECDHE and ECDSA.
Our updated list of ciphers from Figure 8 is listed below in Table 1.

TLS_AES_256_GCM_SHA384,TLS_AES_128_GCM_SHA256,TLS_RSA_WITH_AES_256_GCM_SHA384,TLS_RSA_WITH_AES_128_GCM_S

Table 1. Updated list after removing forward secrecy ciphers.

Paste the updated cipher list back into the SSL Cipher Suites Field, making sure to overwrite the original list. Click the Apply button, then click
OK to close the window. You have now updated the list and can close the Group Policy Editor.

After we accomplished this step, we had to obtain the RDP server’s private key.

Step 3: Obtain RDP Server's Private Key

FreeRDP is one option to use as an RDP server. You can get FreeRDP from this GitHub repository, as well as build instructions. Make sure to
set the WITH_SERVER=ON flag when creating the server. Once the server is built, you must provide it with a private key, or use one that
comes with FreeRDP.

For our RDP server in this tutorial, we used another host running Windows 10 Pro. Then we extracted the private key from the host’s operating
system.

To ensure our second Windows host acted as an RDP server, we enabled RDP. To enable RDP on a host running Windows 10 Pro, go to
Windows Settings from the Start Menu, then select the System icon as shown below in Figure 9.
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Getting to the Windows System settings.
Under the system settings, select Remote Desktop and click the switch for Enable Remote Desktop as shown below in Figure 10.

< Settings - O X
@ Home Remote Desktop
- Help fi th b
Find a setting A Remote Desktop lets you connect to and control this PC from a remote €l fram the we

device by using a Remote Desktop client (available for Windows,

T Setting up remote desktop
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4)  Sound

Show settings
D Notifications & actions

Show settings

& Focus assist

Figure 10.
(l) Power & sleep

Advanced settings

= Storage

How to connect to this PC

L8 Tablet
Use this PC name to connect from your remote device:
Hi Muttitasking DESKTOP-USERIPC
51 Projecting to this PC Don't have a Remote Desktop client on your remote device?
&% Shared experiences
User accounts
ﬁ Clipboard

Select users that can remotely access this PC
I >< Remote Desktop

N Almes
Enabling RDP in Windows 10.
After setting up our second Windows host as an RDP server, we extracted the private key from its operating system.

To extract the server key, we could either use either Jailbreak or Mimikatz. We chose Jailbreak.
Jailbreak is a tool by iSECPartners that can export the server's RDP certificate. From the exported certificate, we could extract the private key.
To use Jailbreak, we downloaded the following Jailbreak binaires from this GitHub repository on our newly established RDP server:

o EasyHook64.dll
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o jailbreak64.exe
o jailbreakhook64.dll
o jbstore2_64.exe

Note: The above files were used on a Windows 10 Pro 64-bit host downloaded on March 4, 2021. A screenshot of the GitHub page is shown
below in Figure 11.

) jailbreak/binaries at master - iSEC X | = B s <
& C &) https://github.com/iSECPartners/jailbreak/tree/master/binaries 76
() | =
& iSECPartners / jailbreak 2\ Notifications ¢ star 279 % Fork 87
<> Code (D) Issues 8 1l Pull requests 1 (*) Actions [T Projects @ Security
¥ master v jailbreak / binaries / Go to file Figure 11.
R jcopenha Add logging and update new binaries ... onJan 19,2015 O History
(3 EasyHook32dIl Add 32/64 release binaries and sha 256 sums 6 years ago
Y EasyHook32.dll.sha256 Add 32/64 release binaries and sha 256 sums 6 years ago
[§ EasyHooke4dll Add 32/64 release binaries and sha 256 sums 6 years ago
[ EasyHook64.dll.sha256 Add 32/64 release binaries and sha 256 sums 6 years ago
™ iailhreak3? exe Add loaaina and undate new hinaries A vears aao M

GitHub page for Jailbreak binaries.
After we downloaded the Jailbreak binaries, we opened a Command prompt with administrator privileges as shown below in Figure 12.
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Opening a command prompt as an administrator.
In the command prompt, we went to the directory with the downloaded Jailbreak binaries. We ran the following command from this directory:

jailbreak64.exe %WINDIR%\system32\mmc.exe %WINDIR%\system32\certim.msc -64
If we were running a 32-bit version of Windows, we would use:
jailbreak32.exe %WINDIR%\system32\mmc.exe %WINDIR%\system32\certim.msc -32

See Figure 13 below for an example of running the 64-bit command on our Windows host acting as the RDP server.

EX Administrator: Command Prompt - O X

Microsoft Windows [Version 10.6.19642.804]
(c) 2020 Microsoft Corporation. All rights reserved.

C: \WINDOWS\system32>cd C:\Users\userl\Downloads

C:\Users\userl\Downloads>dir
Volume in drive C has no label.
Volume Serial Number is 9813-5C1C

Directory of C:\Users\userl\Downloads
Figure 13.
02:26 AM <DIR>
02:26 AM <DIR> oa
11:53 PM 263,680 EasyHook64.d1ll
11:50 PM 93,184 jailbreak64.exe
11:58 PM 97,792 jailbreakhooké4.dll
11:53 PM 91,648 jbstore2_64.exe

4 File(s) 546,304 bytes

2 Dir(s) 216,231,964,672 bytes free

C:\Users\userl\Downloads>jailbreaké4.exe %WINDIR%\system32\mmc.exe %WINDIR%\system32\certlm.msc -64

Running Jailbreak from the command prompt.

This command opened the certificate manager for our local machine. From the left column, we expanded Remote Desktop and went to the
Certificates folder. This showed one certificate. If there had been more than one certificate, we would have selected the one with the most
recent expiration date. We right-clicked on the certificate, selected All Tasks then used Export as shown below in Figure 14.
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Exporting the RDP certificate.
When exporting the certificate, we made sure to select the option to export the private key as shown below in Figure 15.
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Private keys are password protected. If you want to export the private key with the
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Next

X
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Cancel

Figure 14.

Figure 15.
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For our host, we could only export the certificate as a PKCS #12 (.PFX) file as shown below in Figure 16.

B € .* Certificate Export Wizard
ce

# Export File Format
Certificates can be exported in a variety of file formats.

Select the format you want to use:
DER encoded binary X.509 (.CER)

Base-64 encoded X.509 (.CER)
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Include all certificates in the certification path if possible
(® Personal Information Exchange - PKCS #12 (.PFX)
Include all certificates in the certification path if possible

R R R R R R R R

[[] Delete the private key if the export is successful
[] Export all extended properties
Enable certificate privacy

Microsoft Serialized Certificate Store (.SST)

| N OE S E

Could only export the certificate as a .pfx file.

As shown below in Figure 17, the certificate had to have a password. Fortunately, we had no complexity requirements, so we used a single

letter as the password.

X

ntended
#erver Au

Figure 16.
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4* Certificate Export Wizard

Security

a password.

To maintain security, you must protect the private key to a security principal or by using

Group or user names (recommended)

Password:

Confirm password:

L |

Encryption:  TripleDES-SHAL ~ ~

export process required a password for the certificate.
Finally, we exported our certificate with the private key as shown below in Figure 18.

ntended
ﬁerver Au

Figure 17. The
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J
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v
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J
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< >
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Completing our certificate export.
As an alternative, we could have extracted the server’s certificate using Mimikatz instead of Jailbreak. The instructions for using Mimikatz to
get the RDP server certificate are listed on GitHub.

Since our certificate was obtained using Jailbreak, we moved it to a Linux host and used OpenSSL to extract the key. First, we used the
following OpenSSL command to extract the key in PEM format:

openssl pkcs12 -in server_certificate.pfx -nocerts -out server_key.pem -nodes
To remove the passphrase form the key, we also used the following command:
openssl rsa -in server_key.pem -out server.key

This provided us with the RDP server’s private key as shown below in Figure 19.
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writing RSA key
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& Desktop - File Manager - + x
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Figure 19.
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Private server key extracted from the certificate.
Before we could use the private server key, we needed to record an RDP session between our two Windows hosts and save it as a pcap.

Step 4: Capture RDP Traffic

traffic in the VLAN using promiscuous mode. Once the recording started, our Windows client used RDP to log in to the other Windows host
acting as an RDP server. The host name of the server was DESKTOP-USER1PC.

Pl

All  Apps Documents Web  More ¥
& Remote Desktop Connection — X
Best match
Remote Desktop
. -
o N 3¢
A, Remote Desktop Connection »¢ Connection
o€
App
General Display Local Resources Experience Advanced
Search the web
Logon settings
Remote Desktq Egt ; S .
~ . nter the name of the remote computer.
L rdp - See web results > Ay (*
Computer DESKTOP-USER1PC v
User name: ‘useﬂ\
1 Open
You will be asked for credentials when you connect.
£SO Run as administrator Figure 20.
X . [] Allow me to save credentials
] Open file location
43 Pin to Start Connection settings
Save the current connection settings to an RDP file or open a
49 Ppin to taskbar saved connection
Save Save As... Open..
4 ) Hide Options Help
,O rdpl I ‘; Remote Desktop C...

Using the Remote Desktop Connection tool to log into our RDP server.
While the pcap was being recorded, we logged into DESKTOP-USER1PC and performed some basic tasks like opening documents and web

browsing.
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Performing some common desktop tasks through RDP.

After a minute or so, we logged off RDP and stopped recording network traffic from our VLAN.

Step 5: Open the pcap in Wireshark

)
N T W

Sign in -/

are

-

Figure 21.

We opened the pcap of our RDP session in Wireshark. When filtering on rdp in our Wireshark display filter, we saw no results because the
RDP traffic was encrypted. Figure 22 shows the blank column display we saw when filtering for RDP in our pcap.

4«

[~ RDP-session.pcap -+ x
File Edit View Go Capture Analyze Statistics Telephony Wireless Tools Help
AR 4@ SORB QeI @ E e E
[#]rap BE - @
Time Src port Dst port Info
Figure 22.

Filtering for RDP information, but no results, due to encrypted RDP traffic.

However, when we used our private server key to decrypt RDP traffic in Wireshark, the results looked much different.

Step 6: Load the Key in Wireshark

In the pcaps we recorded, the RDP server DESKTOP-USER1PC was at IP address 10.3.4.138, and RDP traffic took place over TCP port

3389. We needed this information to properly decrypt RDP traffic in Wireshark.
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In Wireshark, we used the Preferences window and expanded the Protocols section as shown below in Figure 23.

< RDP-session.pcap -+ X
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Getting to the Protocols section of Wireshark’s preferences menu.
With Wireshark 3.x, use the TLS entry. If you are using Wireshark 2.x, use the SSL entry. For this section, there should be a button to edit the

RSA keys list. We clicked the button and added the IP address of the RDP server, the RDP port (3389) and the location of the private key file.
Our example is shown below in Figure 24.
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to the TLS section and add the private key to the RSA keys list.
After Wireshark was set up to decrypt RDP traffic, we had much better results when reviewing the pcap.

Step 7: Examine RDP Data

Figure 23.

Figure 24. Go

After our key was loaded, our column display was no longer blank when filtering for RDP. We had several results as shown below in Figure 25.
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Viewing the same RDP activity after the private key was loaded in Wireshark.
For security professionals who write signatures to find RDP vulnerabilities and attacks, the type of information revealed above in Figure 25 is

critical to their work.

Conclusion

This blog reviewed how to establish an environment to decrypt traffic from an RDP session. This is easiest to do in a virtual LAN with two hosts
running Windows 10 Professional. After ensuring the client did not use any forward secrecy ciphers, we extracted the private key from our
Windows host acting as the RDP server. Then we easily recorded a pcap of network traffic. After the session finished, we were able to decrypt
RDP ftraffic using the server’s private key.

This type of environment can help security professionals when writing signatures to detect RDP vulnerabilities and attacks.
For more help with Wireshark, see our previous tutorials:
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