Muhstik Botnet Exploits Highly Critical Drupal Bug
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Microsoft Word also leveraged in the email campaign, which uses a 22-year-old Office RCE
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This is only the beginning. Drupal users better PATCH in a hurry.
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Drupal should just throw in the towel. Honestly my impression on their ability to keep
their platform secure, is slim. At this point - they are worse than Worpress. Always
something negative about Drupal in the news.
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