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New campaign uses government, union-themed lures to deliver
Cobalt Strike beacons

By Chetan Raghuprasad and Vanja Svajcer.



Cisco Talos discovered a malicious campaign in August 2022 delivering Cobalt Strike beacons that could be
used in later, follow-on attacks.
Lure themes in the phishing documents in this campaign are related to the job details of a government
organization in the United States and a trade union in New Zealand.
The attack involves a multistage and modular infection chain with fileless, malicious scripts.

Cisco Talos recently discovered a malicious campaign with a modularised attack technique to deliver Cobalt Strike
beacons on infected endpoints.

The initial vector of this attack is a phishing email with a malicious Microsoft Word document attachment containing
an exploit that attempts to exploit the vulnerability CVE-2017-0199, a remote code execution issue in Microsoft Office.
If a victim opens the maldoc, it downloads a malicious Word document template hosted on an attacker-controlled
Bitbucket repository.

Talos discovered two attack methodologies employed by the attacker in this campaign: One in which the downloaded
DOTM template executes an embedded malicious Visual Basic script, which leads to the generation and execution of
other obfuscated VB and PowerShell scripts and another that involves the malicious VB downloading and running a
Windows executable that executes malicious PowerShell commands to download and implant the payload.

The payload discovered is a leaked version of a Cobalt Strike beacon. The beacon configuration contains commands
to perform targeted process injection of arbitrary binaries and has a high reputation domain configured, exhibiting the
redirection technique to masquerade the beacon's traffic.

Although the payload discovered in this campaign is a Cobalt Strike beacon, Talos also observed usage of the
Redline information-stealer and Amadey botnet executables as payloads.

This campaign is a typical example of a threat actor using the technique of generating and executing malicious scripts
in the victim's system memory. Defenders should implement behavioral protection capabilities in the organization's
defense to effectively protect them against fileless threats.

Organizations should be constantly vigilant on the Cobalt Strike beacons and implement layered defense capabilities
to thwart the attacker's attempts in the earlier stage of the attack's infection chain.

Initial vector

The initial infection email is themed to entice the recipient to review the attached Word document and provide some
of their personal information.

https://blog.talosintelligence.com/2022/09/new-campaign-uses-government-union.html
https://twitter.com/cRaghuprasad
https://twitter.com/vanjasvajcer
https://msrc.microsoft.com/update-guide/vulnerability/CVE-2017-0199
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Initial
malicious email message.

The maldocs have lures containing text related to the collection of personally identifiable information (PII) which is
used to determine the eligibility of the job applicant for employment with U.S. federal government contractors and
their alleged enrollment status in the government's life insurance program.

The text in the maldoc resembles the contents of a declaration form of the U.S. Office of Personnel Management
(OPM) which serves as the chief human resources agency and personnel policy manager for the U.S. federal
government.


Contents of
maldoc sample 1.

Another maldoc of the same campaign contains a job description advertising for roles related to delegating
development, PSA plus — a prominent New Zealand trade union — and administrative support for National
Secretaries at the Public Service Association office based out of Wellington, New Zealand. The contents of this
maldoc lure resemble the legitimate job description documents for the New Zealand Public Service Association,
another workers' union for New Zealand federal employees, headquartered in Wellington.

https://blogger.googleusercontent.com/img/b/R29vZ2xl/AVvXsEjoJ9kYw6WpZa8RoEsvjOuiJgGDHRG5oI4RAsqnpsc55nWyWy6txNS1KWqPRpnfmqPn-YLHxOWvBxxmLUg4RJlABriCKR11BLqYM6untYsnrjRZyQGit4ptT3_xPaZdLGKsqUJRhdZTgBnBEeVzr1VQSNu9d62ospqpQTNW6zb1rJpjbg2POvs4jWh20w/s1600/image13.png
https://blogger.googleusercontent.com/img/b/R29vZ2xl/AVvXsEjY3l8vsXrquXHWK5w5S0sNbv6WupsTm8Sb52ZdBYat9PSpJ8l2dcL-AgDZ5Mi29ymfAlUI9h9yRWf7zhymgyxMjbbF2Wr3wiBZ4-hfiWiXsl6X-hCuN3CmdWd39o4JTEcq4yni3D_PUIphMo4YSUu4Ci3m_MkRraelyMbro2ff3HAJersbgexobkqvdQ/s1600/image11.png
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Contents of
maldoc sample 2.

PSA New Zealand released this legitimate job description document in April 2022. The threat actor constructed the
maldoc to contain the text lures to make it appear as a legitimate document on May 6, 2022. Talos' observation
shows that the threat actors are also regular consumers of online news.

Attack methodologies

Attack methodologies employed by the actor in this campaign are highly modularised and have multiple stages in the
infection chain.

Talos discovered two different attack methodologies of this campaign with a few variations in the TTPs', while the
initial infection vector, use of remote template injection technique and the final payload remained the same.

Method 1

This is a modularised method with multiple stages in the infection chain to implant a Cobalt Strike beacon, as outlined
below:


Summary
of attack method 1 infection chain.

Stage 1 maldoc: DOTM template

The malicious Word document contains an embedded URL,
https[://]bitbucket[.]org/atlasover/atlassiancore/downloads/EmmaJardi.dotm, within its relationship component

https://blogger.googleusercontent.com/img/b/R29vZ2xl/AVvXsEjebLvBJX51ljczrcZuEQcPwM94pjtoZ7rRNqjYkMiUtmiDdsav-3OaNTLm-WyIjHKx1F8Ar6IThBbNeRw0GO0FLJkflbDlCJHZoq0kNOUbfPs7TlapF9xtkQ9Wk0NfMeGKxEUJjaQjI2BbgjPBRDcTC5ZQfnO4KJET7CMfy_wI8L5o0JED3iiWVC6Zkg/s1600/image7.png
https://www.psa.org.nz/assets/IT-Support-Officer-Database-Development-Edited-April-2022-v2.doc
https://blogger.googleusercontent.com/img/b/R29vZ2xl/AVvXsEip35p2ANWAQGadtvFZbygoilY7PsIKAIY7KKNpRrUqhxGYEKwsQtx1hdU4aV4o6YT3UeSKVLokp_rwc2lcr5cx-Ch_yD7mDGyCytBLgxrWx5pGcpZS6hcGO9rYPcrd6VDrO9CY_seUP3QNcaqngzZ-yYhvj9JvbVS3N4EOvd5YyfIm4SeKGNVNz2jyYg/s1600/image16.jpg
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"word/_rels/settings.xml.rels". When a victim opens the document, the malicious DOTM file is downloaded.

Contents of settings.xml.rels of maldoc.

Stage 2: VBA dropper

The downloaded DOTM executes the malicious Visual Basic for Applications (VBA) macro. The VBA dropper code
contains an encoded data blob which is decoded and written into an HTA file, "example.hta," in the user profile local
application temporary folder. The decoded content written to an HTA file is the next VB script, which is executed using
the ShellExecuted method.


Stage 2
VBA dropper.

Stage 3 VB script

The third-stage VBS structure is similar to that of the stage 2 VB dropper. An array of the encoded data will be
decoded to a PowerShell script, which is generated in the victim's system memory and executed.


Stage 3
VB script.

Stage 4 PowerShell script

https://blogger.googleusercontent.com/img/b/R29vZ2xl/AVvXsEiFHLoyh76Cm4dhVzOHL6ahqA6n_0ny27aVJAbX91ZjjRDTN_hD-Ml6pNGDyUH1jTjTIYfC9ZMd1g9YDkHdLMNBGj771ujH0sKdhY3Jqngev6--G7dxl-GQAUtdfm5p_jfJW9oXJLvV3l9MiR8vEgVcoscxILB4xcQAOhreBUJHmWQcf2kWNBpkp0zJAw/s1600/image3.png
https://blogger.googleusercontent.com/img/b/R29vZ2xl/AVvXsEiA7MsB8oVncRMU4x8aGWNiAJvt_VKpUTBdyNFvw9WPnedfgkFmyw1siLO9U0lwbkWVpdEfYQgiTaAJnQWJ4Y9xP7jv6SawwBglavmrRJ-EsnPvBMgvxWiOSl2Dpc9FqqTlzrepesdhQLByzTaHmhspfmN_AKGQ5pQNK0FOV4aDJ0dgouVxlr-DppYtZA/s1600/image12.png
https://blogger.googleusercontent.com/img/b/R29vZ2xl/AVvXsEgxt1go58-nodlHalnq2sUMIxTFAGPW4jPCjx3Hr_XbsNjb2wJ2FGygLwYsymzClW_nn_WAgGWy-INsiwOt9JWI-_T7CkWq8mXx2ckBiHRM7w6bUjQbHb1ObHuVmjz_SyCcUPpYcCcfGWBLT4zNRnFG1dzORAj_jKBpxAxFmQOfjsiaYqwDHTdworFjYA/s1600/image18.png
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The PowerShell dropper script executed in the victim's system memory contains an AES-encrypted data blob as a
base64-encoded string and another base64-encoded string of a decryption key. The encoded strings are converted to
generate the AES encrypted data block and the 256-bit AES decryption key. Using the decryption key, the encrypted
data generates a PowerShell downloader script, which is executed using the PowerShell IEX function.


Stage 4
PowerShell script.

Stage 5 PowerShell downloader

The PowerShell downloader script is obfuscated and contains encoded blocks that are decoded to generate the
download URL, file execution path and file extensions.

The following actions are performed by the script upon its execution in victim's system memory:

1. The script downloads the payload from the actor controlled remote location through the URL
"https[://]bitbucket[.]org/atlasover/atlassiancore/downloads/newmodeler.dll" to the user profile local application
temporary folder.

2. The script performs a check on the file extension of the downloaded payload file.
3. If the payload has the extension .dll, the script will run the DLL using rundll32.exe exhibiting the use of

sideloading technique.
4. If the payload has an MSI file extension, the payload is executed using the command 

"msiexec /quiet /i <payload>".
5. If the payload is an EXE file, then it will run it as a process using the PowerShell commandlet


Start-Process.
6. Upon running the payload, the script will hide the payload file to establish persistence by setting the "hidden"

file system attribute of the payload file.

During our analysis, we discovered that the downloaded payload is a Cobalt Strike DLL beacon.

https://blogger.googleusercontent.com/img/b/R29vZ2xl/AVvXsEgVZf2XisPItnr1XjfSGvWbbyFQnf3HP3-5wmy6jqq1XhO4BwledOnvzeWoE64GVs49GqKIZIs_hpLSxjqKYkh2fNwS_vaYeGhk3JiSdHkRnbuCquDnl8tX0tjZc3nclSq2kM_6cMROJLE6rNqttEAMohpcKCgCLgOeeHfS_6k6a9aaLkW_cQgqABeZ8g/s1600/image9.png
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Stage 5
PowerShell downloader.

Method 2

The second attack method of this campaign is also modular, but is using less sophisticated Visual Basic and
PowerShell scripts. We spotted that, in the attack chain, the actor employed a 64-bit Windows executable downloader
which executes the PowerShell commands responsible for downloading and running the Cobalt Strike payload.


Summary
of attack method 2 infection chain.

Stage 1 maldoc: DOTM template

When a victim opens the malicious document, Windows attempts to download a malicious remote DOTM template
through the URL "https[://]bitbucket[.]org/clouchfair/oneproject/downloads/ww.dotm," which was embedded in its
relationship component of the file settings.xml.rels."

Contents of settings.xml.rels of maldoc.

Stage 2 VB script

The DOTM template contains a VBA macro that executes a function to decode an encoded data block of the macro
to generate the PowerShell downloader script and execute it with the shell function.

https://blogger.googleusercontent.com/img/b/R29vZ2xl/AVvXsEhZuw1yWCPcZt3wic11wgaEFDPjF8hXLMZ6XrmJoNfw3JeKWvq-jF1ZMO916-7Dzs_27LDW0Xg0jLxZnyqlVMnb_hHma9eeKVEy9oEfXCNg2TwpTybO4BmDUmAhHDSDr_V1tIAyGFzKYs05HXiT_fDk_3g2ClM_G9rWJMXkNZbAB6wS3CBd4ay8VdgX9A/s1600/image15.png
https://blogger.googleusercontent.com/img/b/R29vZ2xl/AVvXsEjMKKEUelH1X9FoE6jcYznSR3wrEdTocNBZwj29gSl18lOiIb03liUKbSz3O4_5d5yGRVbpSunGEMstLbRtN5X7ZBj3UvmM-dY-ZtkbRdyGwSka8t8r_iz99pNGZwaBaaNwSsKrAge2Oz_M7W28tN8afYQIK7G_q1W5hY_SbOrBf0W1wMIZM-1TM6MbJw/s1600/image17.jpg
https://blogger.googleusercontent.com/img/b/R29vZ2xl/AVvXsEiF2UcJVWR-fWGPgRS8fIxY3CTTXQxLP7Awj973a_3b_FFEzz_JxZKEaS3utifdi2pKxPk7Cyu9kfBSdKInZew9N6ZnI-JWZihsSwnaQX5Y2CqYZv9fd88eGn_Pv3d1_BI0KfDy8lFWQ_IoDwX6geWXkfX4HGPA7QRD_rushMXDmpg6PtGBuuQuxohVyQ/s1600/image2.png
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Stage 2
VB script.

Stage 3 PowerShell downloader

The PowerShell downloader command downloads a 64-bit Windows executable and runs it as a process in the
victim's machine.


Stage 3
PowerShell downloader.

Stage 4 downloader executable

The downloader is a 64-bit executable that runs as a process in the victim's environment. It executes the PowerShell
command, which downloads the Cobalt Strike payload DLL through the URL
"https[://]bitbucket[.]org/clouchfair/oneproject/downloads/strymon.png" to the userprofile local application temporary
directory with a spoofed extension .png and sideloads the DLL using rundll32.exe.


Stage 4
downloader EXE.

The downloader also executes the ping command to the IP address 1[.]1[.]1[.]1 and executes the delete command to
delete itself. The usage of ping command is to instill a delay before deleting the downloader.

Payload

Talos discovered that the final payload of this campaign is a Cobalt Strike beacon. Cobalt Strike is a modularised
attack framework and is customizable. Threat actors can add or remove features according to their malicious
intentions. Employing Cobalt Strike beacons in the attacks' infection chain allows the attackers to blend their
malicious traffic with legitimate traffic and evade network detections. Also, with its capabilities to configure commands
in the beacon configuration, the attacker can perform various malicious operations such as injecting other malicious
binary into the running processes of the infected machines and can avoid having a separate injection module
implants in their infection chain.

The Cobalt Strike beacon configurations of this campaign showed us various characteristics of the beacon binary:



C2 server.
Communication protocols.
Process injection techniques.
Malleable C2 Instructions.
Target process to spawn for x86 and x64 processes.
Watermark : "Xi54kA==".

https://blogger.googleusercontent.com/img/b/R29vZ2xl/AVvXsEia9LWTCVSUOPHYzYtloD3yjsgNkUp2SfFfOuvorg5ZPXEBeb4PTSLoAM1HlblIMBxVs7ILHtnsJgqzGArmNbfdL0fJFeKcai4MXl7XS6m5xQz-NVlsYMlCsTU01IHbcGeuV5ngDMAtkWl5aLOtbSVe-_6LdgLaSqX73pXFV1HJJMITIOqExH04fd5F1w/s1600/image8.png
https://blogger.googleusercontent.com/img/b/R29vZ2xl/AVvXsEj44yCU2uG2vHnIq5Uw4gki72r3CeU9nW1qoKb6khUHxkrntIj-NtzLQwBecjfxN98K6t8ioxspjoxCeEND-T4WB1-KgptY4jpzJVLA27966HmVDoDI99kTRrVBIh1yrtROiITrEiEIA0zU4mxQpfzU3pg9X9sI138SWzUZ5mLhaHBNJuSdUgfUAUXe8A/s1600/image6.png
https://blogger.googleusercontent.com/img/b/R29vZ2xl/AVvXsEiK4f_LoZ7dQsSzXxxqmBShoUPVWd0Tssz4MgA6vNuf3NuzA-LwtzPvXV9L2sg_H7-gDPmpofjmIWiWcyzUm9s7xD37BXAI3R54WpLheq4UXTnS9PrnmVOYCItSOouKoadobrp4hiMeFZBzO5wRyvaUyBOMCtC04k385DTgGsqUQPFhlATXF0yxScL0EQ/s1600/image19.png
https://blogger.googleusercontent.com/img/b/R29vZ2xl/AVvXsEgQv1Z9xytYD826W1guP9HqrbuME1q7m340bwnmDosoQcHR4AFBR3OZiFmtXaeRdhX3qFHjZJ-g_1BoyIw1t5IKre9GXMAhVsmQi2eD2WvL8Fia72SvkTRS0vVzTvwSSuOlMXLypdQJemw-H23tnN2YKmbf0McPcxZggJLLrap8gt_W006lePgBdfCNHA/s1600/image10.png
https://s3.amazonaws.com/talos-intelligence-site/production/document_files/files/000/095/031/original/Talos_Cobalt_Strike.pdf?1600694964
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Cobalt
Strike beacon configuration sample.

The Cobalt Strike beacon used in this campaign has the following capabilities:



Executes arbitrary codes in the target processes through process injection. Target processes described in the
beacon configuration related to this campaign include:

    x86:

        "%windir%\syswow64\dns-sd.exe"


        "%windir%\syswow64\rundll32.exe"

        "%windir%\syswow64\dllhost.exe -o enable"

    x64:

        "%windir%\sysnative\getmac.exe /V"


        "%windir%\sysnative\rundll32.exe"

        "%windir%\sysnative\DeviceParingWizard.exe"

A high-reputation domain defined in the HostHeader component of the beacon configuration. The actor is using
this redirector technique to make the beacon traffic appear legitimate and avoid detection.

Malicious repository

The attacker in this campaign has hosted malicious DOTM templates and Cobalt Strike DLLs on Bitbucket using
different accounts. We spotted two attacker-controlled accounts "atlasover" and "clouchfair" in this campaign:
https[://]bitbucket[.]org/atlasover/atlassiancore/downloads and
https[://]bitbucket[.]org/clouchfair/oneproject/downloads.

During our analysis, the account "atlasover" was live and showed us the hosting information of some of the malicious
files in this campaign.


Attacker-
controlled bitbucket repository.

Talos also discovered in VirusTotal that the attacker operated the Bitbucket account "clouchfair," using the account to
host two other information stealer executables, Redline and Amadey, along with a malicious DOTM template and
Cobalt Strike DLL.

Command and control

Talos discovered the C2 server operated in this campaign with the IP address 185[.]225[.]73[.]238 running on Ubuntu
Linux version 18.04, located in the Netherlands and is a part of the Alibaba cloud infrastructure.

Shodan search results showed us that the C2 server contained two self-signed SSL certificates with the serial
numbers 6532815796879806872 and 1657766544761773100, which are valid from July 14, 2022 - July 14, 2023.

https://blogger.googleusercontent.com/img/b/R29vZ2xl/AVvXsEh6sWH-D6oNBuA0yxtHnZkEZfykABLQhBrzSWJfnUnP1nJXYYZZHeynaDSISUocGL6yxW8cbmZIe-WQrGH45CLTAPQJUMWkqjvOo-nGud8E5HZOT8XpGkTBDFyakPEe_LeYP1Ya_awX2U0j9cU3DqSspfE4y5E9BC0aWWtvFpcCR2Zp6vqMrNhpPMH9nQ/s1600/image4.png
https://blogger.googleusercontent.com/img/b/R29vZ2xl/AVvXsEgFE9qH_YySwp9lPEGjTJY2i3GdMIq3w0n96XvIpKofX9_fOPisEW3Zq3k6LFzT2-u_Nf-eH-9Q-UUE09Fv3ifaYpDBf8ZRBNn4ghTIGaweVyyYbnkSiDTrYSKhcMuk3MraPyYFqpjm6bgEJYSrR156RW2SGHsr_YFkKRuj0pwRlxMKfowZfiK4D5If_g/s1600/image5.png
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SSL certificate associated with the C2 servers.

Pivoting on the SSL certificates disclosed another Cobalt Strike C2 server with the IP address 43[.]154[.]175[.]230
running on Ubuntu Linux version 18.04 located in Hong Kong, which is also part of Alibaba cloud infrastructure and
more likely is operated by the same actor of this campaign.

Coverage

Ways our customers can detect and block this threat are listed below.



Cisco Secure Endpoint (formerly AMP for Endpoints) is ideally suited to prevent the execution of the malware detailed
in this post. Try Secure Endpoint for free here.


Cisco Secure Web Appliance web scanning prevents access to malicious websites and detects malware used in
these attacks.


Cisco Secure Email (formerly Cisco Email Security) can block malicious emails sent by threat actors as part of their
campaign. You can try Secure Email for free here.


Cisco Secure Firewall (formerly Next-Generation Firewall and Firepower NGFW) appliances such as Threat Defense

https://blogger.googleusercontent.com/img/b/R29vZ2xl/AVvXsEhjQBPUVsp4-xSWJ0IryBe8rFxNssXzIBjxU2tmTs-fv41SH4YqhdCixPqpxklNifJyDIWIemRkHDd4OeYBJ-OtpIbYmX1XfSjEawIqRTjRy3H29eKkSfVMj-XypepVgAQot4bDHvi0b_TQpNDx7QZCVAIO2vTpekeKCaxDYgWFC0kbqyWdNkIxdmhv/s1394/Flow%203.jpg
https://blogger.googleusercontent.com/img/b/R29vZ2xl/AVvXsEiQjUKdReAb95pDQZtEscEcpPWXnIR2NhKEw66R8dFbMoSnkSNTZ5sBY_uAQf4a4-hDmvhaIwWt1fGt4muMnqzBfebtyN55qJS8GdboaeLlnJmmKsz0LrXvWVlpCwDH0QP-m2Y9QISswBdLqMtyg-fWzJzPSA0WQ5ETm27YfN7VIZse93_Qzqu7vT9NeA/s1196/image20.png
https://www.cisco.com/c/en/us/products/security/amp-for-endpoints/index.html
https://www.cisco.com/c/en/us/products/security/amp-for-endpoints/free-trial.html?utm_medium%3Dweb-referral?utm_source%3Dcisco%26utm_campaign%3Damp-free-trial%26utm_term%3Dpgm-talos-trial%26utm_content%3Damp-free-trial
https://www.cisco.com/c/en/us/products/security/web-security-appliance/index.html
https://www.cisco.com/c/en/us/products/security/email-security/index.html
https://www.cisco.com/c/en/us/products/security/cloud-mailbox-defense?utm_medium%3Dweb-referral%26utm_source%3Dcisco%26utm_campaign%3Dcmd-free-trial-request%26utm_term%3Dpgm-talos-trial
https://www.cisco.com/c/en/us/products/security/firewalls/index.html
https://www.cisco.com/c/en/us/products/collateral/security/firepower-ngfw-virtual/datasheet-c78-742858.html
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Virtual, Adaptive Security Appliance and Meraki MX can detect malicious activity associated with this threat.
Cisco Secure Malware Analytics (Threat Grid) identifies malicious binaries and builds protection into all Cisco Secure
products.
Umbrella, Cisco's secure internet gateway (SIG), blocks users from connecting to malicious domains, IPs and URLs,
whether users are on or off the corporate network. Sign up for a free trial of Umbrella here.
Cisco Secure Web Appliance (formerly Web Security Appliance) automatically blocks potentially dangerous sites and
tests suspicious sites before users access them. 
Additional protections with context to your specific environment and threat data are available from the Firewall
Management Center.
Cisco Duo provides multi-factor authentication for users to ensure only those authorized are accessing your network. 


Open-source Snort Subscriber Rule Set customers can stay up to date by downloading the latest rule pack available
for purchase on Snort.org. Snort Rule 60600 is available for this threat.

The following ClamAV signatures have been released to detect this threat:
Win.Packed.Generic-9956955-0


Win.Malware.CobaltStrike-9968593-1
Win.Dropper.AgentTesla-9969002-0


Win.Dropper.Swisyn-9969191-0
Win.Trojan.Swisyn-9969193-0


Win.Malware.RedlineStealer-9970633-0

IOC

The IOC list is available in Talos' Github repo here.

https://www.cisco.com/c/en/us/products/collateral/security/firepower-ngfw-virtual/datasheet-c78-742858.html
https://www.cisco.com/c/en/us/products/security/adaptive-security-appliance-asa-software/index.html
https://meraki.cisco.com/products/appliances
https://www.cisco.com/c/en/us/products/security/threat-grid/index.html
https://umbrella.cisco.com/
https://signup.umbrella.com/?utm_medium%3Dweb-referral?utm_source%3Dcisco%26utm_campaign%3Dumbrella-free-trial%26utm_term%3Dpgm-talos-trial%26utm_content%3Dautomated-free-trial
https://www.cisco.com/c/en/us/products/security/web-security-appliance/index.html
https://www.cisco.com/c/en/us/products/security/firepower-management-center/index.html
https://signup.duo.com/?utm_source%3Dtalos%26utm_medium%3Dreferral%26utm_campaign%3Dduo-free-trial
https://www.snort.org/products
https://raw.githubusercontent.com/Cisco-Talos/IOCs/main/2022/09/new-campaign-uses-government-union.txt

